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Introduction

The CR is in reference to CR on TS-0001
	SDS-2019-0090
	deletionofattributeViaUpdateRequest

	
	


For JSON Representation, following is mentioned: (TS-0004, 8.4)

	The italicized terms object, member, name, array, number, string, boolean and null are to be interpreted as in IETF RFC 8259 [19].
 

9)          If an element instance has a null value then it is serialized into the JSON member as a null, regardless of the data type that it has in the corresponding XSD. 



For XML Representation, following is added:

	8.3.1
Terminology
xsi:nil
XML Schema: Structures introduces a mechanism for signalling that an element should be accepted as ·valid· when it has no content despite a content type which does not require or even necessarily allow empty content. An element may be ·valid· without content if it has the attribute xsi:nil with the value true. An element so labeled must be empty, but can carry attributes if permitted by the corresponding complex type.




-----------------------Start of change 1-------------------------------------------

3.1
Definitions
For the purposes of the present document, the terms and definitions given in oneM2M TS-0011 Common Terminology [25] and the following apply:

Complex Data Type: data type that has a child element

Enumeration Type: data type that defines a variable to be one of a set of predefined constants

Group Hosting CSE: CSE where the addressed group resource resides
Hosting CSE: CSE where the addressed resource is hosted

Location Server: server offering location capabilities

M2M Area Network: network providing connectivity between Application Service Nodes or Application Dedicated Nodes and Middle Nodes in the field domain

Mca: Reference Point for M2M Communication with AE

Mcc: Reference Point for M2M Communication with CSE

Mcc': Reference Point for M2M Communication with CSE of different M2M Service Provider
NULL: no value assigned for attribute
      NOTE : In json representation, it is null and in xml representation, “xsi:nil=true” is set with the xml element
Originator: the AE/CSE that sends a Request
NOTE:
In case of a request that traverses multiple reference points, the Originator is the AE/CSE that sends the first request in the sequence.

Receiver: entity that receives the Request

Receiver CSE: any CSE that receives a request

Registrar CSE: CSE where an Application or another CSE has registered

Registree/Registrar CSE: CSE that registers with another CSE

Request: message sent from the Originator to the Receiver

Response: message replying to the Request, sent from the Receiver to the Originator
-----------------------End of change 1---------------------------------------------

-----------------------Start of change 2---------------------------------------------

8.3  XML serialization
8.3.1
Terminology
As per W3C XML Schema [i.12]:
xsi:nil
XML Schema: Structures introduces a mechanism for signalling that an element should be accepted as ·valid· when it has no content despite a content type which does not require or even necessarily allow empty content. An element may be ·valid· without content if it has the attribute xsi:nil with the value true. An element so labeled must be empty, but can carry attributes if permitted by the corresponding complex type.

8.3.2
Method

XML serialization of request or response primitives refers to the process of representing the primitive as an XML document. 
The XML document shall be a well-formed XML document compliant with W3C XML 1.0 [1]. It shall be restricted to Unicode characters and encoded using UTF-8 as described in IETF RFC 3629 [21].

The structure and data types of XML serialized request and response primitives shall be consistent with the XSD defined in CDT-requestPrimitive-v3_9_0.xsd and CDT-responsePrimitive-v3_9_0.xsd, respectively. The data types used in these XSD files comply with the definitions in clause 6 and clause 7 of the present document.

XML serializations shall comply with the order of resource attributes and elements imposed by the XML schema definition. If an implementation uses modified XSD modified from the original files for schema validation of partial resource representations (see note 2 in clause 6.1), the order of resource attributes shall not be changed.

Note that the XSD files included in the present release employ the long names for primitive parameters and other XML elements and attributes, but the primitive serialization is required to use the corresponding short names (as defined clause 8.2 of the present document).

NOTE:
XML Schema files are available with both long and short names.

The primitive Content parameter is serialized just like any other element of complex type. Generally, the Content parameter may include only a partial set of attributes specified for the resource type as indicated in the Resource Type parameter, e.g. for partial Update or Retrieve Request procedures. In Update Request primitive for deletion of an attribute, xsi:nil=true should be used with the attribute name e.g. for deletion of maxNumberOfMembers following needs to be set <mnm xsi:nil=true/>. For Notification Request primitives, the Content parameter includes a Notification data object as defined in clause 7.5.1.1 and the datatype definition given in CDT-notification-v3_9_0.xsd.

8.3.2
Examples

An example that shows a request primitive serialized into an XML document is shown below. This example shows the create request for an instance of a <contentInstance> resource. Only mandatory primitive parameters and resource attributes are shown.
<?xml version="1.0" encoding="UTF-8"?>
<m2m:rqp xmlns:m2m="http://www.onem2m.org/xml/protocols">
    <op>1</op>
    <to>//example.net/myCSE/-/Cont1</to>
    <fr>/myCSE/C2345</fr>
    <rqi>0002bf63</rqi>
    <ty>4</ty>
    <pc>
        <m2m:cin>
            <cnf>application/xml:1</cnf>
            <con>PHRpbWU+MTc4ODkzMDk8L3RpbWU+PHRlbXA+MjA8L3RlbXA+DQo=</con>
        </m2m:cin>
    </pc>
</m2m:rqp>

The XML elements have the following meaning:

· rqp: Root element of the Request primitive, which includes a reference to an XSD file which defines its datatype.

· op: 
Operation parameter of datatype m2m:operation: in this example value = 1 indicates a "Create" operation.

· to: 
To parameter of type xs:anyURI: URI of the target resource.

· fr: 
From parameter of type m2m:ID: ID of the Originator (either AE-ID or CSE-ID).

· rqi: 
Request Identifier parameter of type m2m:requestID: this could e.g. represent a counter number.

· ty: 
Resource Type parameter of datatype m2m:resourceType: indicating type of the resource to be created (value = 4 indicates that a <contentInstance> resource shall be created).

· pc: 
Content parameter of datatype m2m:primitiveContent: the attributes of the resource to be provided by the Originator. 

· cin: Root element of the <contentInstance> resource of datatype m2m:contentInstance: this includes the mandatory attributes (and optional attributes not shown in this example) supplied by the request Originator. In this example, the Content parameter includes an instance of a <contentInstance> resource which consists of two attributes: contentInfo (cnf) – which specifies base64 encoding - and the content (con) itself.

-----------------------End of change 2---------------------------------------------

-----------------------Start of change 3---------------------------------------------

2.2
Informative references

References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references, only the cited version applies. For non-specific references, the latest version of the referenced document (including any amendments) applies.

The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
[i.1]
oneM2M Drafting Rules.

NOTE:
Available at http://www.onem2m.org/images/files/oneM2M-Drafting-Rules.pdf.

[i.2]
Fielding, Roy Thomas (2000): "Architectural Styles and the Design of Network-based Software Architectures", Doctoral dissertation, University of California, Irvine.

[i.3]
OMA-TS-REST-NetAPI-NotificationChannel: "Open Mobile Alliance; RESTful Network API for Notification Channel", OMA-TS-REST-NetAPI-NotificationChannel-V1-0.
[i.4]
OMA-TS-MLP: "Open Mobile Alliance; Mobile Location Protocol",
OMA-TS-MLP-V3-4-20130226-C Version 3.4.
[i.5]
W3C Resource Description Framework.

NOTE:
Available at https://www.w3.org/RDF/.

[i.6]
W3C Recommendation: "SPARQL Query Language for RDF".

NOTE:
Available at https://www.w3.org/TR/rdf-sparql-query/.

[i.7]
IETF RFC 7515 (2015): "JSON Web Signature (JWS)".
[i.8]
IETF RFC 7516 (2015): "JSON Web Encryption (JWE)".
[i.9]
IETF RFC 7518 (2015): "JSON Web Algorithms (JWA)".
[i.10]
IETF RFC 5771 (2010): "IANA Guidelines for IPv4 Multicast Address Assignments".
[i.11]
IETF RFC 4291 (2006): "IP Version 6 Addressing Architecture".

[i.12]



W3C XML Schema.
NOTE: 

Available at https://www.w3.org/TR/xmlschema-1/#xsi_nil
-----------------------End of change 3---------------------------------------------

No mixed AND/OR filter operation will be supported.CHECK LIST
· Does this Change Request include an informative introduction containing the problem(s) being solved, and a summary list of proposals.?
· Does this CR contain changes related to only one particular issue/problem?
· Have any mirror CRs been posted?
· Does this Change Request  make all the changes necessary to address the issue or problem?  E.g. A change impacting 5 tables should not include a proposal to change only 3 tables?Does this Change Request follow the drafting rules?
· Are all pictures editable?
· Have you checked the spelling and grammar?
· Have you used change bars for all modifications?
· Does the change include the current and surrounding clauses to clearly show where a change is located and to provide technical context of the proposed change? (Additions of complete clauses need not show surrounding clauses as long as the proposed clause number clearly shows where the new clause is proposed to be located.)
· Are multiple changes in this CR clearly separated by horizontal lines with embedded text such as, start of change 1, end of change 1, start of new clause, end of new clause.?
�
�
 














© 2019 oneM2M Partners
                                                                                                   Page 11 (of 11)



