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Introduction

This contribution addresses a solution for the Key Issue 3 on Edge/Fog Computing with Underlying Network information in TR-0052.
-----------------------Start of change 1-------------------------------------------
1.1 Solution Y: Tightly coupled Edge/Fog Computing with 3GPP T8 API #2
1.1.1 Solution Applicability

This solution addresses Key Issue 3.
1.1.2 Solution Description

1.1.2.1 Introduction
This solution addresses Edge/Fog computing in a deployment where the T8 interface is exposed to MN-CSE(SCS), therefore there is a “tight coupling” between the Edge/Fog node and the Underlying Network. The Solution E introduces the procedures of tightly coupled Edge/Fog computing with Network Status Reports API and Monitoring Event API (Monitoring Type: Number of UEs in an Area). We propose to apply this concept for other T8 APIs. Table 9.7.2.1-1 shows the summary of tightly coupled Edge/Fog computing with T8 APIs described in TS-0026 [i.34]. Note that the table does not contains 3GPP connectivity establishment, which is addressed in Solution X: 3GPP connectivity establishment with Edge/Fog Computing.
Table 9.7.2.1-1: Summary of tightly coupled Edge/Fog computing with T8 APIs
	TS-0026 [i.34]
	Interworking with MN-CSE (SCS)

	Clause
	APIs
	Clause
	Applicability
	Remarks

	7.1
	Cellular IoT non-IP data delivery(NIDD)
	9.7.2.2.1
	T.B.D
	How to use the concept of tight coupling Edge/Fog computing for the API is FFS.

	7.4.1
	UE Reachability monitoring of Monitoring events
	9.7.2.2.2
	✓
	

	7.4.2
	UE Availability after DDN Failure of Monitoring events
	9.7.2.2.3
	✓
	

	7.4.3
	UE Communication Failure of Monitoring events
	9.7.2.2.4
	✓
	

	7.4.4
	UE Loss of Connectivity of Monitoring events
	9.7.2.2.5
	✓
	

	7.4.5
	Roaming Status of Monitoring events
	9.7.2.2.6
	✓
	

	7.4.6
	Detecting Change of IMSI-IMEI(SV) Association of Monitoring events
	9.7.2.2.7
	✓
	

	7.4.7
	Location Reporting of Monitoring events
	9.7.2.2.8
	T.B.D
	How the MN-CSE (SCS) finds the targeted UE hosting an ASN/MN-CSE or ADN-AE is FFS.

	7.4.8
	Number of UEs in an Area of Monitoring events
	9.7.2.2.9
	✓
	The procedure is described in Solution E with <nwMonitoringReq> resource.

	7.5
	3GPP Based Device triggering
	9.7.2.2.10
	✓
	The descriptions of triggerReferenceNumber for <remoteCSE> and <AE>, and the description of the triggerReference for <triggerRequest> need to be modified to support MN-CSE (SCS).

	7.6
	Configuration of Traffic Patterns
	9.7.2.2.11
	✓
	

	7.7
	Group message delivery using MBMS
	9.7.2.2.12
	T.B.D
	No MBMS use case with Edge/Fog Computing is described in current oneM2M TR. Further consideration for this solution may be needed.

	7.8
	Informing about Potential Network Issues
	9.7.2.2.13
	✓
	The procedure is described in Solution E with <nwMonitoringReq> resource.

	7.10
	Background Data Transfer
	9.7.2.2.14
	T.B.D
	How to use the concept of tight coupling Edge/Fog computing for the API is FFS.

	7.11
	Network Parameter Configuration
	9.7.2.2.15
	✓
	


1.1.2.2 Solution procedures
The clause introduces procedures for each SCEF APIs described in TS-0026 [i.34] for tightly coupled Edge/Fog computing.

1.1.2.2.1 Cellular IoT non-IP data delivery(NIDD)

T.B.D.

NOTE: How to use the concept of tight coupling Edge/Fog computing for the API is FFS.
1.1.2.2.2 UE Reachability monitoring of Monitoring events
The procedure with IN-CSE is depicted in clause 7.4.1 of TS-0026 [i.34]. In this solution, the MN-CSE is operated as SCS and the procedure related the IN-CSE is replaced by the MN-CSE (SCS).

1.1.2.2.3 UE Availability after DDN Failure of Monitoring events
The procedure with IN-CSE is depicted in clause 7.4.2 of TS-0026 [i.34]. In this solution, the MN-CSE is operated as SCS and the procedure related the IN-CSE is replaced by the MN-CSE (SCS).

1.1.2.2.4 UE Communication Failure of Monitoring events
The procedure with IN-CSE is depicted in clause 7.4.3 of TS-0026 [i.34]. In this solution, the MN-CSE is operated as SCS and the procedure related the IN-CSE is replaced by the MN-CSE (SCS).

1.1.2.2.5 UE Loss of Connectivity of Monitoring events
The procedure with IN-CSE is depicted in clause 7.4.4 of TS-0026 [i.34]. In this solution, the MN-CSE is operated as SCS and the procedure related the IN-CSE is replaced by the MN-CSE (SCS).

1.1.2.2.6 Roaming Status of Monitoring events
The procedure is depicted in clause 7.4.5 of TS-0026 [i.34]. In this solution, the MN-CSE is operated as SCS and the procedure related the IN-CSE is replaced by the MN-CSE (SCS).

1.1.2.2.7 Detecting Change of IMSI-IMEI(SV) Association of Monitoring events
The procedure with IN-CSE is depicted in clause 7.4.6 of TS-0026 [i.34]. In this solution, the MN-CSE is operated as SCS and the procedure related the IN-CSE is replaced by the MN-CSE (SCS).

1.1.2.2.8 Location Reporting of Monitoring events
T.B.D.

NOTE: How the MN-CSE (SCS) finds the targeted UE hosting an ASN/MN-CSE or ADN-AE is FFS.
1.1.2.2.9 Number of UEs in an Area of Monitoring events
The procedure is depicted in Solution E with <nwMonitoringReq> resource.
1.1.2.2.10 3GPP Based Device triggering
The procedure with IN-CSE is depicted in clause 7.5 of TS-0026 [i.34]. In this solution, the MN-CSE is operated as SCS and the procedure related the IN-CSE is replaced by the MN-CSE (SCS). All the steps not detailed below are executed as specified in TS-0026 [i.34] and TS-0001[i.33].
As pre-conditions, the ASN/MN-CSE or ADN-AE which is the target of the device triggering may be registered with the MN-CSE (SCS), or the MN-CSE (SCS) may be provisioned with the information necessary to send a trigger to the ASN/MN-CSE or ADN-AE, or an AE can provide the necessary information to the MN-CSE (SCS) via an AE device trigger request.
An AE may issue a request to the MN-CSE (SCS) to initiate/recall/replace a device trigger by creating, updating or deleting a <triggerRequest> resource as specified in clause 9.6.49 of oneM2M TS-0001[i.33].
1.1.2.2.11 Configuration of Traffic Patterns
The procedure with IN-CSE is depicted in clause 7.6 of TS-0026 [i.34]. In this solution, the MN-CSE is operated as SCS and the procedure related the IN-CSE is replaced by the MN-CSE (SCS).

1.1.2.2.12 Group message delivery using MBMS
T.B.D.

NOTE: No MBMS use case with Edge/Fog Computing is described in current oneM2M TR. Further consideration for this solution may be needed.
1.1.2.2.13 Informing about Potential Network Issues
The procedure is depicted in Solution E with <nwMonitoringReq> resource.
1.1.2.2.14 Background Data Transfer
T.B.D.

NOTE: How to use the concept of tight coupling deployment for the API is FFS.
1.1.2.2.15 Network Parameter Configuration
The procedure with IN-CSE is depicted in clause 7.12 of TS-0026 [i.34]. In this solution, the MN-CSE is operated as SCS and the procedure related the IN-CSE is replaced by the MN-CSE (SCS).
1.1.2.3 Impacted Resources

1.1.2.3.1 Introduction
To implement this solution, the following attributes are proposed:
· The descriptions of the triggerReferenceNumber for <remoteCSE> and <AE> resources are updated to support MN-CSE (SCS).

· The descriptions of the triggerReference for < triggerRequest> resource is updated to support MN-CSE (SCS).
1.1.2.3.2 Modified <remoteCSE> resource

The description of the triggerReferenceNumber is updated to support MN-CSE as shown in the table below.

Table 9.7.2.3.2-1: Modified attribute of <remoteCSE> resource
	Attributes of <remoteCSE>
	Multiplicity
	RW/

RO/

WO
	Description
	<remoteCSEAnnc> Attributes

	triggerReferenceNumber
	0..1
	RW
	This is to identify device trigger procedure request. This attribute is used only for device trigger and assigned by the IN-CSE or MN-CSE. 
	NA


1.1.2.3.3 Modified <AE> resource

The description of the triggerReferenceNumber is updated to support MN-CSE as shown in the table below.

Table 9.7.2.3.3-1: Modified attribute of <AE> resource

	Attributes of 
<AE>
	Multiplicity
	RW/

RO/

WO
	Description
	<AEAnnc> Attributes

	triggerReferenceNumber
	0..1
	RW
	This is to identify device trigger procedure request. This attribute is used only for device trigger and assigned by the IN-CSE or MN-CSE.. 
	NA


1.1.2.3.4 Modified <triggerRequest> resource

The descriptions of the triggerReference is updated to support MN-CSE as shown in the table below.
Table 9.7.2.3.4-1: Attributes of <triggerRequest> resource

	Attributes of <triggerRequest>
	Multiplicity
	RW/

RO/

WO
	Description

	triggerReference
	0..1
	RO
	This attribute is a reference number which is allocated by the IN-CSE or MN-CSE of a transaction and is used in all subsequent messages related to that transaction to support device triggering.
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