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Introduction

This contribution addresses a solution for the Key Issue 3 on Edge/Fog Computing with Underlying Network information in TR-0052.
-----------------------Start of change 1-------------------------------------------
1.1 Solution Z: Tightly coupled Edge/Fog Computing with 3GPP T8 API #3 (Originator: IN-AE)
1.1.1 Solution Applicability

This solution addresses Key Issue 3.

1.1.2 Solution Description

1.1.2.1 Introduction

This solution addresses Edge/Fog computing in a deployment where the T8 interface is exposed to the Edge/Fog node, therefore there is a “tight coupling” between the Edge/Fog node and the Underlying Network.
Unlike solution E, an IN-AE works as an Originator and requests the creation of a <nwMonitoringReq> resource at the IN-CSE. In this deployment scenarios, the IN-AE can manage multiple MN-CSEs (Fog Nodes) and coordinate network congestions of its service area based on local policies. The MN-CSEs (Fog Nodes) play a major role in communication with a SCEF and Field Domain Nodes hosted on UEs. As a result, oneM2M System can avoid the need for the IN-CSE to process data for the Field Domain Nodes and the IN-CSE can be freed from the burden for processing of 3GPP T8 API information. 
Figure 9.8.2.1-1 illustrates the high-level illustration for tightly coupled Edge/Fog Computing with 3GPP T8 API (Originator: IN-AE). The MN-CSEs (Fog Nodes) retrieve underlining network information in a particular area from a SCEF directly based on IN-AE requests and adjust data processing/transfer for the Field Domain Nodes.
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Figure 9.8.2.1‑1: High-level illustration - Tightly coupled Edge/Fog Computing with 3GPP T8 API  (Originator: IN-AE)
1.1.2.2 Solution procedures
The clause introduces procedures for using network status procedures for tightly coupled Edge/Fog computing with following 3GPP T8 API, i.e. the T8 interface is available to the MN-CSE.
· Network Status Reports API

· Monitoring Event API (Monitoring Type: Number of UEs in an Area)
1.1.2.2.1 Procedures for Network Status Reports and Monitoring Event API (Number of UEs in an Area) (Originator: IN-AE)
Figure 9.8.2.2.1-1 shows the solution procedures for tightly coupled Edge/Fog computing with Network Status Reports API and Monitoring Event API (Number of UEs in an area). The procedure leverages existing solutions such as Solution D and Solution E, which adopt a new resource <nwMonitoringReq> for retrieving Underlying Network information.
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Figure 9.8.2.2.1‑1: Procedures for tightly coupled Edge/Fog computing with Network Status Reports and Monitoring Event (Number of UEs in an area) (Originator: IN-AE)
Pre-conditions:

The pre-conditions not detailed below are executed as described in clause 9.5.2.2.1.
There is a relationship in place between the Service Provider and MNO allowing the IN-AE to request 3GPP T8 API information from the 3GPP Underlying Network. The method for establishing this relationship is outside the scope of the present document.

The IN-AE may have the coverage area information of each MN-CSE (Fog Node) for retrieving Underlying Network information in a particular geographic area. The procedure is outside the scope of the present document.
Step 1: CREATE <nwMonitoringReq> Request & Response, Subscription creation

An Originator (IN-AE) requests the creation of a <nwMonitoringReq> resource at the IN-CSE and, if the operation is successful, receives a response message. The IN-CSE announces the resource to the MN-CSE (Fog Node) and the Originator subsequently subscribes to updates of the <nwMonitoringReqAnnc> resource.
Step 2: UPDATE enable network monitoring
In order to initiate a monitoring request, the Originator (IN-AE) sends a request to update the monitorEnable attribute of the <nwMonitoringReq> resource, which is also updated in the announced resource. The resource includes the attributes as described in step 2 of clause 9.5.2.2.1.
Step 3a: Procedures for Network Status Reports

See step 3a of clause 9.5.2.2.1.
Step 3b: Procedures for Monitoring Event (Number of UEs in an area)

See step 3b of clause 9.5.2.2.1.
Step 4: Notification of <nwMonitoringReq>
After completion of step 3a or 3b, the MN-CSE (Fog Node) will map the response of 3GPP T8 API to the attributes of the <nwMonitoringReq> resource as described in step 4 of clause 9.5.2.2.1. The update <nwMonitoringReqAnnc> resource generates a corresponding notification response to the originator.
See clause 8.3 of TS-0026 [i.34] for a list of possible error scenarios and error handling options for the MN-CSE (Fog Node).
Step 5: The IN-AE uses the Underlying Network information for adjusting data processing/transfer
The Originator (IN-AE) may use the information provided in step 4 in order to adjusts data processing/transfer for Field Domain Nodes (ASN/MN/ADN).
1.1.2.3 Impacted Resources
To implement this solution, a new resource <nwMonitoringReq> is proposed to retrieve Underlying Network information. The resource is described in Solution D: Loosely coupled Edge/Fog Computing with 3GPP T8 API.
-----------------------End of Change 1 ---------------------------------------------
CHECK LIST

· Does this Change Request include an informative introduction containing the problem(s) being solved, and a summary list of proposals.?
· Does this CR contain changes related to only one particular issue/problem?
· Have any mirror CRs been posted?
· Does this Change Request  make all the changes necessary to address the issue or problem?  E.g. A change impacting 5 tables should not include a proposal to change only 3 tables?Does this Change Request follow the drafting rules?
· Are all pictures editable?
· Have you checked the spelling and grammar?
· Have you used change bars for all modifications?
· Does the change include the current and surrounding clauses to clearly show where a change is located and to provide technical context of the proposed change? (Additions of complete clauses need not show surrounding clauses as long as the proposed clause number clearly shows where the new clause is proposed to be located.)
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© 2019 oneM2M Partners
                                                                                                   Page 2 (of 4)



[image: image3.png]3GPP
Underlying NW
MN-CSE
IN-CSE
3GPP
Underlying NW
SCEF
Area A – High Congestion -
Area B – Low Congestion -


eNB





eNB
PGW
T8
SGi


：3GPP T8 API information
：Data for ADN/MN/ASN
：Management information
Mcc
Fog Node A
IN-AE
Mca
MN-CSE
Fog Node B
Mcc
SCEF
PGW
T8
SGi

Area C – Low Congestion -


eNB



3GPP UE (ASN/MN-CSE or 
ADN-AE)
3GPP Network Entities
SCEF
IN-CSE
(Hosting CSE)
T8 (Mcn)
Mcc / Mca
MN-CSE
(Announcement
Target CSE)
SGi
Mcc
Fog Node
2. Enable network monitoring
4. NOTIFY <nwMonitoringReq>
3a. Procedures for Network Status Reports, defined in Clause 7.8 of TS-0026
3b. Procedures for Monitoring Event (Number of UEs in an area)  of Clause 7.4 of TS-0026
IN-AE
(Originator)
Mca
1. CREATE <nwMonitoringReq>
5. IN-AE uses the Underlying Network information for adjusting data processing/transfer



