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1 Title

Conflicting Actions Use Case
1.1 Description

An IoT system can be used to monitor various sensors and control the various actuators. Take the smart home for example, a smart home IoT system includes sensors utilized to measure parameters (e.g., temperature, humidity, CO, PM2.5) and actuators utilized to change the state of things (e.g., window, switch, light, door). 

In order to improve the user experience, many IoT systems have automated the sensing and actuating process using the action mechanism (including the trigger condition, trigger object, trigger operation).A trigger operation against to a trigger object can be triggered when the trigger condition is met. For example, when the CO values is over 100 ppm which will be harmful to human, so the window will be opened automatically. 

In some cases, multiple actions target to the same trigger object while having different trigger operation, or even conflict condition. For example, an action states that the window will be opened when the CO value is over 100 ppm, while another action states that the window will be closed when the PM2.5 is over 200 μg/m³. Both of these two actions may be coexist for a user, but it is very dangerous to execute the second action without considering the first action.
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1.2 Source 
N/A
1.3  Actors 

· IoT Requestor: sends out a request to the action manager to enable the management of actions. The management of action includes create action, update action, etc.

· IoT devices: including sensors that are used to monitor events and conditions in the production process, and actuators that are used to take actions during the process.

· Action Manager: performs action management. The manager’s functionalities include taking inputs from IoT entities, managing the resources associated with the process, carrying out actions, sending commands to devices, monitoring status and conditions.

1.4 Pre-conditions 

IoT system is deployed with action management including action create, delete, update etc. Action will be performed automatically based on observation of certain events or conditions.
1.5 Triggers 


1.6 Normal Flow 

Figure 1 illustrates the high-level flow of action, which consists of the following steps:

•
Step 1: The IoT Requestor sends a request to the Action Manager to trigger an action by specifying required parameters.

•
Step 2: The Action Manager queues the request.

•
Step 3: Based on the request, the Action Manger verifies that if the conflicting actions are triggered which has the same action object and has conflicting operation.

•
Step 4: If yes, , the Action Manager will resolve the action conflicting and forbid the parallel execution of conflicting actions, e.g., high priority action can be executed firstly.

•
Step 5: the Action Manager execute an action.

•
Step 6: A response is generated and sent to the IoT Requestor.
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Figure 1. Normal Flow – Action management
1.7  Alternative flow 
N/A


1.8 Post-conditions 

N/A
1.9 High Level Illustration

N/A
1.10 Potential requirements 

1. The oneM2M System shall support the capability for detecting conflicting actions which have the same action object and conflicting operation.

2. 
3. 
4. 
5. The oneM2M system shall forbid the parallel execution of conflicting actions with the same action priorities.

6. The oneM2M system shall allow the queueing of actions.

7. The oneM2M system shall allow to limit the number of different and same actions in an action queue in the range 1..N.
8. The oneM2M system shall allow to limit the lifetime of an action trigger.

9. 
10. The oneM2M system shall allow to define different method to define the execution time for actions, such as cron-like (on specific days, time-of-day, etc) and intervals measured from the beginning of action execution as well as measured after finishing an action (the method ignores the execution time of an action, the second one takes it into account).
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