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Introduction
This contribution is correcting some issues spotted with the Primitive Profile functionality while doing the stage 3 work.
-----------------------Start of change 1-------------------------------------------
9.6.73
Resource Type primitiveProfile
The <primitiveProfile> resource is a message template that defines request or response message parameters and/or resource attributes that are applied (i.e. added, removed or modified) by a Hosting CSE to requests and responses that it receives or generates. For example, a <primitiveProfile> resource may be used to reduce the size of requests and responses flowing back-and-forth between an Originator and a Hosting CSE.

Each <primitiveProfile> resource can be applied to different messages that originate from specified AEs and CSEs that target specified resources, and that perform specified operations on these targeted resources. When a CSE receives a request, it will first identify any applicable <primitiveProfile> resources based on the Primitive Profile Identifier specified in the request and use the information contained within the <primitiveProfile> resource to process the request as well as to generate an appropriate response.

A <primitiveProfile> resource can also be applied to a notification that is generated by a <subscription> resource Hosting CSE if the <subscription> resource has a primitiveProfileID attribute configured with a resource identifier of a <primitiveProfile> resource as defined in clauses 9.6.8 and 10.2.10.  
A <primitiveProfile> resource can also be applied to the response generated by a Hosting CSE for a non-blocking asynchronous or non-blocking synchronous request having a Primitive Profile Identifier parameter as defined in clause 10.2.25.1.
The <primitiveProfile> resource shall contain the child resource specified in table 9.6.73-1. 
Table 9.6.73-1: Child resources of <primitiveProfile> resource
	Child Resources of <primitiveProfile>
	Child Resource Type
	Multiplicity
	Description
	<primitiveProfileAnnc> Child Resource Type

	[variable]
	<subscription>
	0..n
	See clause 9.6.8
	<subscription>

	[variable]
	<transaction>
	0..n
	See clause 9.6.48
	<transaction>


The <primitiveProfile> resource shall contain the attributes specified in table 9.6.73-2. 

· The IDList, resourceTypes, operations, resourceIDs and releaseVersions attributes are used by the Hosting CSE to determine the applicability of the <primitiveProfile> resource to request and response primitives.  A <primitiveProfile> resource may be applied to a request or response based off the originating entity, the targeted resource, the type of operation and/or the release version as indicated by these attributes and/or a combination of them, e.g. CREATE <contentInstance> at /targetUri -from App01 using Release2. 

· The other attributes of a <primitiveProfile> resource specify what actions to apply to request and response primitives. For example, the <primitiveProfile> may specify to add an expirationTime attribute to the resource representation contained within the content of a request or response primitive or modify the requestExpirationTime parameter of a request primitive.

· A <primitiveProfile> resource may be announced to another CSE for discovery purposes. However, the announced profile (i.e. <primitiveProfileAnnc>) shall not be applied to request or response primitives by the announced to CSE.
Table 9.6.73-2: Atributes of <primitiveProfile> resource
	Attributes of <primitiveProfile>
	Multiplicity
	RW/

RO/

WO
	Description
	<primitiveProfileAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceID
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceName
	1
	WO
	See clause 9.6.1.3.
	NA

	parentID
	1
	RO
	See clause 9.6.1.3.
	NA

	expirationTime
	0..1
	RW
	See clause 9.6.1.3.
	MA

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.
	MA

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3.
	MA

	creationTime
	0..1
	RO
	See clause 9.6.1.3.
	NA

	lastModifiedTime
	0..1
	RO
	See clause 9.6.1.3.
	NA

	announceTo
	0..1 (L)
	RW
	See clause 9.6.1.3.
	NA

	announcedAttribute
	0..1 (L)
	RW
	See clause 9.6.1.3.
	NA

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.
	OA

	creator
	0..1
	RO
	 See clause 9.6.1.3.
	NA

	Owner
	0..1
	RW
	See clause 9.6.1.3.
	NA

	IDList
	1 (L)
	RW
	List of identifiers of the entities that the profile applies to. Wildcards may also be used (e.g. “*”, “AE*”).
E.g.  “CAE01” 
In this case, this <primitiveProfile> will only be applied to requests received from CAE01 and/or responses sent to CAE01. 
	OA

	resourceTypes
	0..1(L) 
	RW
	List of resource types that the profile applies to.

E.g. <flexContainer>, <container>
	OA

	operations
	0..1 (L)
	RW
	List of request operations and/or corresponding responses that the profile applies to.

E.g. RETRIEVE, UPDATE, etc. 
	OA

	resourceIDs
	0..1 (L)
	RW
	List of targeted Resource-IDs that the profile applies to.  Wildcards may also be used.

E.g. CSE01/CAE01/flexContainer01”
E.g. “CSE01/AE01/*”
	OA

	releaseVersions
	0..1 (L)
	WO
	List of release version indicators that the profile applies to.
E.g. “Release 2, Release 3”
	OA

	additions
	0..1 (L) 
	RW
	A list of attribute and/or parameter names with optional values that may be added to incoming request primitives.  
Each entry in this list contains the name of an attribute or parameter and a value. The Hosting CSE shall add the attribute/parameter and value to an incoming request primitive if the applicability criteria defined by the other attributes of this profile resource have been met.  In the case of a request primitive, this addition shall be done before the Hosting CSE performs its normal processesing of the request. In the case of a response primitive, this addition shall be done before the Hosting CSE sends the response to the Originator. 
	OA

	deletions
	0..1 (L)
	RW
	A list of attribute and/or parameter names that indicates the attributes and/or parameters that are to be deleted from the incoming request primitives or outgoing response primitives.
Each entry in this list contains the name of an attribute or parameter. The Hosting CSE shall delete the attribute/parameter from an incoming request primitive or outgoing response primitive if the applicability criteria defined by the other attributes of this profile resource have been met.  In the case of a request primitive, this deletion shall be done before the Hosting CSE performs its normal processesing of the request. In the case of a response primitive, this deletion shall be done before the Hosting CSE sends the response to the Originator.
	OA

	modifications
	0..1 (L)
	RW
	A list of attribute and/or parameter names and values that indicate the attributes and/or parameters within incoming request primitives or outgoing response primitives that are to have their values replaced/modified with the value specified within this attribute.
Each entry in this list contains the name of an attribute or parameter and a value. The Hosting CSE shall modify the value of a matching attribute/parameter within an incoming request primitive or outgoing response primitive to match the value specified within the entry if the applicability criteria defined by the other attributes of this profile resource have been met.  In the case of a request primitive, this modification shall be done before the Hosting CSE performs its normal processesing of the request. In the case of a response primitive, this modification shall be done before the Hosting CSE sends the response to the Originator.


	OA

	applicability
	0..1(L)
	RW
	A list of indicators that define whether the profile is applicable to request primitives, response primitives or both.  Default is both. 
E.g. “REQUEST”


	OA


-----------------------End of change 1---------------------------------------------

-----------------------Start of change 2---------------------------------------------

10.2.25
Primitive Profile

10.2.25.1
Introduction
A Hosting CSE may host one or more <primitiveProfile> resources. Each <primitiveProfile> resource comprises one or more values of parameters and attributes associated with respective type(s) of oneM2M primitives (i.e., oneM2M request or response message) that may be received or generated by the Hosting CSE. 

If a Hosting CSE receives a request or response message from an Originator (e.g., an AE hosted on a device) that contains a Primitive Profile Identifier parameter, then the Hosting CSE shall attempt to access the <primitiveProfile> resource referenced by the Primitive Profile Identifier parameter.  If accessible, the Hosting CSE shall check whether the IDList, resourceTypes, operations, resourceIDs, releaseVersions and applicability attributes of the referenced <primitiveProfile> resource match the request or response.  If a match exists, the Hosting CSE shall apply the profile by adding, deleting or modifying any applicable request or response parameters or attributes defined in the additions, deletions or modifications attributes of the <primitiveProfile> resource to the request or response.  If the <primitiveProfile> resource is not present, not accessible or does not match the incoming request or response, the Hosting CSE shall attempt to process the request or response without applying the <primitiveProfile> resource.  

If a Hosting CSE generates a response to a request from an Originator that contains a Primitive Profile Identifier parameter that is found to match a <primitiveProfile> resource, then the Hosting CSE shall attempt to apply the <primitiveProfile> resource to the response if the applicability attribute indicates that the <primitiveProfile> resource is applicable to the response. The Hosting CSE shall apply the profile by adding, deleting, modifying any applicable response parameters or attributes defined in the additions, deletions or modifications attributes of the <primitiveProfile> resource to the response.  If the <primitiveProfile> resource is not present, not accessible or does not match the incoming request, the Hosting CSE shall attempt to process the request and generate the response without applying the <primitiveProfile> resource.

If a <subscription> resource Hosting CSE generates a notification request for a <subscription> resource that has a primitiveProfileID attribute configured with a resource identifier of a  <primitiveProfile> resource, then the <subscription> resource Hosting CSE shall apply the <primitiveProfile> resource to the notifications as defined in clauses 9.6.8 and 10.2.10. 
When processing a request in a non-blocking asynchronous manner and the request has a Primitive Profile Identifier parameter configured with the resource identifier of a <primitiveProfile> resource, the Hosting CSE shall apply the <primitiveProfile> resource to the notification that it generates for returning the response to the Originator.      

When processing a request in a non-blocking synchronous manner and the request has a Primitive Profile Identifier parameter configured with the resource identifier of a <primitiveProfile> resource, the Hosting CSE shall apply the <primitiveProfile> resource to the response that it stores within the operationResult attribute of the <request> resource.   
If a CSE receives a request having a Primitive Profile Identifier parameter and it is not the Hosting CSE, i.e. the CSE-ID in the To parameter does not match its own CSE-ID, the CSE shall ignore the Primitive Profile Identifier parameter.  The CSE shall attempt to forward the request based on the normal forwarding procedure specified in TS-0004 [3] without attempting to apply a <primitiveProfile> resource to the request.  The Hosting CSE shall include the Primitive Profile Identifier parameter in the forwarded request.
10.2.25.2
Create <primitiveProfile>
This procedure shall be used for creating a <primitiveProfile> resource.

Table 10.2.25.2-1: <primitiveProfile> CREATE

	<primitiveProfile> CREATE 

	Information in Request message
	All parameters defined in table 8.1.2-3 apply with the specific details for:

Content: The resource content shall provide the information as defined in clause 9.6.73.

	Processing at Originator before sending Request
	According to clause 10.1.2

	Processing at Receiver
	According to clause 10.1.2

	Information in Response message
	All parameters defined in table 8.1.3-1 apply with the specific details for:

Content: Address of the created <primitiveProfile> resource, according to clause 10.1.2

	Processing at Originator after receiving Response
	According to clause 10.1.2

	Exceptions
	According to clause 10.1.2
The Receiver shall perform a mutual exclusivity check on the names of the attributes or parameters specified in the additions, deletions and modifications attributes of the <primitiveProfile> CREATE request to ensure these names have only a single occurrence across additions, deletions and modifications.  Otherwise, the Receiver shall respond with an error.    


10.2.25.3
Retrieve <primitiveProfile>
This procedure shall be used for retrieving the attributes of a <primitiveProfile> resource.

Table 10.2.25.3-1: <primitiveProfile> RETRIEVE

	<primitiveProfile> RETRIEVE

	Information in Request message
	All parameters defined in table 8.1.2-3 apply with the specific details for:

Content: void.

	Processing at Originator before sending Request
	According to clause 10.1.3.

	Processing at Receiver
	According to clause 10.1.3.

	Information in Response message
	All parameters defined in table 8.1.3-1 apply with the specific details for:

Content: attributes of the <primitiveProfile> resource as defined in clause 9.6.73.

	Processing at Originator after receiving Response
	According to clause 10.1.3.

	Exceptions
	According to clause 10.1.3.


10.2.25.4
Update <primitiveProfile>
This procedure shall be used for updating the attributes and the actual data of a <primitiveProfile> resource.

Table 10.2.25.4-1: <primitiveProfile> UPDATE

	<primitiveProfile> UPDATE

	Information in Request message


	All parameters defined in table 8.1.2-3 apply with the specific details for:

Content: attributes of the <primitiveProfile> resource as defined in clause 9.6.73 which need be updated

	Processing at Originator before sending Request
	According to clause 10.1.4

	Processing at Receiver
	According to clause 10.1.4

	Information in Response message
	According to clause 10.1.4

	Processing at Originator after receiving Response
	According to clause 10.1.4

	Exceptions
	According to clause 10.1.4
The Receiver shall perform a mutual exclusivity check on the names of the attributes or parameters specified in the additions, deletions and modifications attributes of the <primitiveProfile> resource and UPDATE request to ensure the updated names will have only a single occurrence across additions, deletions and modifications.  Otherwise, the Receiver shall respond with an error.    


10.2.25.5
Delete <primitiveProfile>
This procedure shall be used for deleting a <primitiveProfile> resource.

Table 10.2.25.5-1: <primitiveProfile> DELETE

	<primitiveProfile> DELETE

	Information in Request message
	All parameters defined in table 8.1.2-3 apply

	Processing at Originator before sending Request
	According to clause 10.1.5

	Processing at Receiver
	According to clause 10.1.5.

	Information in Response message
	According to clause 10.1.5

	Processing at Originator after receiving Response
	According to clause 10.1.5

	Exceptions
	According to clause 10.1.5


-----------------------End of change 2---------------------------------------------

-----------------------Start of change 3---------------------------------------------

9.6.12
Resource Type request
Creation of a <request> resource shall only be done on a Receiver CSE implicitly when a Registree AE or a Registree/Registrar CSE issues a request to the Receiver CSE targeting any other resource type or requesting a notification in non-blocking mode. Creation of a <request> resource is only permitted by the Receiver CSE after reception of a valid which contains the Response Type parameter that is set to 'nonBlockingReqeustSynch' or 'nonBlockingRequestAsynch'.

When a CSE is requested to initiate an operation for which the result should be available to the Originator by Request Expiration Timestamp information of the request set to 'nonBlockingReqeustSynch' or 'nonBlockingRequestAsynch', the Receiver CSE which received the request directly from the Originator shall provide a reference of the created <request> resource back to the Originator so that the Originator can access attributes of the <request> resource at a later time - for instance in order to retrieve the result of an operation that was taking a longer time. If the Receiver CSE supports <request> resource type, the reference that shall be given back to the Originator as part of the acknowledgment that is the address of the <request> resource. The Originator (or any other authorized entity depending on access control) can access the request status and the requested operation result through it.

The <request> resource may be deleted by the CSE that is hosting it when the expiration time of the <request> resource is reached. So after the expiration time of a <request> resource is reached it cannot be assumed that particular <request> resource is still accessible. A <request> resource may also get deleted earlier than the expiration time, when the result of the requested operation (if any result was requested at all) has been sent back to the Originator.

For the purpose of providing a standardized structure for expressing and accessing the context of a previously issued request, the resource type <request> is defined. The parent resource of a <request> resource shall be the <CSEBase> resource of the Hosting CSE.

The <request> resource shall contain the child resources specified in table 9.6.12-1.

Table 9.6.12-1: Child resources of <request> resource

	Child Resources of <request>
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<subscription>
	0..n
	See clause 9.6.8


The <request> resource shall contain the attributes specified in table 9.6.12-2.

Table 9.6.12-2: Attributes of <request> resource

	Attributes of 
<request>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType 
	1
	RO
	See clause 9.6.1.3.

	resourceID
	1
	RO
	See clause 9.6.1.3.

	resourceName
	1
	WO
	See clause 9.6.1.3.

	expirationTime
	1
	RW
	See clause 9.6.1.3. The value of the expirationTime is chosen by the CSE dependent on the Request Expiration Timestamp, Result Expiration Timestamp, Result Persistence and Operation Execution Time parameters associated with the original request.

	parentID
	1
	RO
	See clause 9.6.1.3.

	creationTime
	1
	RO
	See clause 9.6.1.3.

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.

	accessControlPolicyIDs
	0..1 (L)
	RO
	See clause 9.6.1.3.

	labels
	0..1 (L)
	RO
	See clause 9.6.1.3.

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RO
	See clause 9.6.1.3.

	operation
	1
	RO
	It contains the value of the parameter Operation in the original request message.

	target
	1
	RO
	It contains the value of the parameter To in the original request message.

	originator
	1
	RO
	It contains the value of the parameter From in the original request message.

	requestID
	1
	RO 
	It contains the value of the parameter Request Identifier in the original request message.

	metaInformation
	1
	RO
	Meta information about the request. The content of this attribute is equivalent to information in any other optional parameters described in clause 8.1.

	primitiveContent
	0..1
	RO
	Contains the content that is carried in the Content parameter of the original request message.

	requestStatus
	1
	RO
	Contains information on the current status of the Request, e.g. "accepted and pending".

	operationResult
	1
	RO
	Contains the result of the originally requested operation in line with the Result Content parameter and the Primitive Profile Identifier parameter associated with the original request.


All operations on <request> resources except for the CREATE operations - which shall only be triggered implicitly are controlled by the access control policy.

-----------------------End of change 3---------------------------------------------

-----------------------Start of change 4---------------------------------------------

10.2.5.3
Create <request>
As specified in clause 9.6.12, creation of a <request> resource shall only be done on a Receiver CSE implicitly when a Registree AE or a Registree/Registrar CSE of the Receiver CSE issues a request to the Receiver CSE for targeting any other resource type or requesting a notification in non-blocking mode. Therefore, the creation procedure of a <request> resource cannot be initiated explicitly by an Originator. 

The specific conditions to create a <request> resource are as follows: When an AE or CSE issues a request for targeting any other resource type or requesting a notification in non-blocking mode , i.e. the Response Type parameter of the request is set to either 'nonBlockingRequestSynch' or 'nonBlockingRequestAsynch', and the Receiver CSE supports the <request> resource type as indicated by the supportedResourceType attribute of the <CSEBase> resource representing the Receiver CSE.

The Receiver CSE of a non-blocking Request that was issued by either:

· a Registrar AE of the Receiver CSE; or

· a Registree/Registrar CSE of the Receiver CSE;

is the Hosing CSE for the <request> resource that shall be associated with the non-blocking request.

The Hosting CSE shall follow the procedure outlined in this clause.
Step 001: The Receiver shall:

1) Assign values to the resourceID and resourceName attributes of the <request> resource to be created.
2) Assign a value to the following common attributes specified in clause 9.6.1.3:

a)
parentID;

b)
creationTime;

c)
expirationTime: The Receiver shall assign a value that is consistent with the Request Expiration Timestamp, Result Expiration Timestamp and Result Persistence parameters effective for the associated non-blocking request that implied the creation of this <request> resource (within the restriction of the Receiver policies). If a value consistent with the Request Expiration Timestamp, Result Expiration Timestamp and Result Persistence parameters effective for the associated non-blocking request that implied the creation of this <request> resource cannot be supported, due to either policy or subscription restrictions, the Receiver will assign a new value.

d)
lastModifiedTime: which is equals to the creationTime;

e)
stateTag;

f)
accessControlPolicyIDs: Populate with the resource identifier of an <accessControlPolicy> that contains the following:

i)
In the privileges attribute:

1)
Allow RETRIEVE, UPDATE and DELETE operations for the Hosting CSE.

2)
Allow RETRIEVE and DELETE operations for the Originator, i.e. the value of the From parameter.

ii)
In the selfPrivileges attribute:

1)
Allow UPDATE operations for the Originator, i.e. the value of the From parameter.

3) Assign any other RO (Read Only) attributes of <request> resource type within the restriction of the Receiver policies:

a)
Operation: Value of the parameter Operation in the associated non-blocking request that implied the creation of this <request> resource;

b)
Target: Value of the parameter To in the associated non-blocking request that implied the creation of this <request> resource;

c)
Originator: Value of the parameter From in the associated non-blocking request that implied the creation of this <request> resource;

d)
requestIdentifier: Value of the parameter Request Identifier in the associated non-blocking request that implied the creation of this <request> resource;

e)
metaInformation: The content of this attribute is set to information in any other optional parameters described in clause 8.1. given in the associated non-blocking request that implied the creation of this <request> resource;

f)
content: Value of the parameter Content - if any - in the associated non-blocking request that implied the creation of this <request> resource;

g)
requestStatus: Information on the initial status of the associated non-blocking request that implied the creation of this <request> resource. The initial value of this attribute shall be identical to the status that is contained in the Acknowledgement response message of the associated non-blocking request. Possible values for status information contained in this attribute are specified in oneM2M TS-0004 [3]. The value of this attribute is subject to changes according to the progress in processing of the non-blocking request that implied the creation of this <request> resource;

h)
operationResult: Initially empty. This attribute will be used for representing the result of the originally requested operation - if any - in line with the Result Content parameter and the Primitive Profile Identifier parameter in the associated non-blocking request that implied the creation of this <request> resource. 
Step 002: The Receiver shall create the <request> resource.
Table 10.2.5.3-1: <request> CREATE

	<request> CREATE

	Information in Request message
	Not applicable. For <request> resources, explicit creation via a Request message shall not be supported

	Pre-Processing at Originator
	Not applicable. There is no Originator. <request> resources are only created implicitly

	Processing at Receiver
	Different to the non-registration CREATE procedure described in clause 10.1.2, see outlined steps described in the present clause above

	Information in Response message
	Not applicable. Since <request> resources shall not be created explicitly, no response messages will be sent after creation. However, the address of a <request> resource will be passed back as a reference to the Originator of an associated non-blocking request that implied the creation of this <request> resource

	Post-Processing at Originator
	None

	Exceptions
	None


10.2.5.4
Retrieve <request>
This procedure shall be used for retrieving the attributes of a <request> resource.

Table 10.2.5.4-1: <request> RETRIEVE

	<request> RETRIEVE

	Information in Request message
	All parameters defined in table 8.1.2-3 apply with the specific details for:

Content: Void

	Pre-Processing at Originator
	According to clause 10.1.3 with the following specific processing:

Originator needs to retrieve information about an associated previously issued non-blocking request

	Processing at Receiver
	According to clause 10.1.3 with the following specific processing:

The Receiver shall provide the content of the addressed <request> resource or the addressed attributes thereof

	Information in Response message
	All parameters defined in table 8.1.3-1 apply with the specific details for:

Content: Attributes of the <request> resource as defined in clause 9.6.12

	Post-Processing at Originator
	According to clause 10.1.3

	Exceptions
	According to clause 10.1.3 According to clause 10.1.2 with the following:

· The Originator CSE is not authorized to retrieve the <request> resource or the addressed parts of it

· The addressed <request> resource does not exist


10.2.5.5
Update <request>
For a <request> resource explicit update requests shall not be supported. Changes in the attributes of a <request> resource can only be done by the Hosting CSE due to changes of the status of the associated non-blocking request that implied the creation of this <request> resource or due to reception of an operation result in response to the associated non-blocking request that implied the creation of this <request> resource.

10.2.5.6
Delete <request>
This procedure shall be used for deleting an existing <request> resource. Deletion of an existing <request> resource shall terminate any further processing of an associated pending non-blocking request that implied the creation of this <request> resource if the pending request was not already completed or forwarded.

Table 10.2.5.6-1: <request> DELETE

	<request> DELETE

	Information in Request message
	All parameters defined in table 8.1.2-3 apply

	Pre-Processing at Originator
	According to clause 10.1.5 with the following:

Originator needs to cancel a previously issued non-blocking request that is still pending, i.e. it has not yet been completed or Originator needs to remove the <request> resource representing the context of an already completed non-blocking request

	Processing at Receiver
	According to clause 10.1.5:

· Receiver CSE checks if the associated non-blocking request process is still pending. If so, it stops that request process

· Receiver CSE removes the addressed <request> resource

	Information in Response message
	According to clause 10.1.5 with the following specific information:

Successful Response message indicating that the associated non-blocking request process was stopped as requested or the context of an already completed associated non-blocking request was deleted

	Post-Processing at Originator
	According to clause 10.1.5

	Exceptions
	According to clause 10.1.5 with the following:

· The Originator CSE is not authorized to delete the <request> resource

· The addressed <request> resource does not exist


-----------------------End of change 4---------------------------------------------
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