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Introduction
This CR adds support for the <primitiveProfile> within the TS-0004 defined procedures for Release 4. 

-----------------------Start of change 1-------------------------------------------
-----------------------Start of change 1-------------------------------------------

7.2.2
Description of generic procedures

7.2.2.1
Generic resource request procedure for originator

A generic resource Request procedure shall be comprised of the following actions. Additional actions specific to individual procedures are listed in the respective clauses by referencing these actions and providing additional steps. The Originator shall execute the following steps in order.
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Figure 7.2.2.1‑1: Generic procedure of Originator

Orig-1.0 "Compose Request primitive": Refer to clause 7.3.1.1 for details.

Orig-2.0 "Send a Request primitive to the Receiver CSE": The Request primitive shall include the mandatory parameters Operation, To, From and Request Identifier unless the Request primitive includes a Primitive Profile Identifier parameter that enables a Receiver CSE to insert these mandatory parameters into the Request primitive on behalf of the Originator as defined in clause 10.2.25 in oneM2M TS-0001 [6]. Refer to clause 7.3.1.2 for details.

Orig-3.0 "Check Response Type": In this step, the Originator checks that the communication method is either blockingRequest, nonBlockingRequestSynch, nonBlockingRequestAsynch or flexBlocking by using the Response Type parameter (see detail in clause 8.1.2 in the oneM2M TS-0001 [6]). If the Response Type parameter does not exist, the communication method is "blockingRequest" as specified at clause 6.4.1.

If the Response Type is blocking, the request Originator waits for the Response primitive and goes to step Orig-4.0. If the Response Type is nonBlockingRequestSync, it waits for an acknowledgement Response primitive and goes to step Orig-4.1. If the Response Type is nonBlockingRequestAsynch, it waits for an acknowledgement Response primitive and goes to step Orig-4.1. If the Response Type is flexBlocking, the Originator shall wait for a Response primitive as in Orig-4.0 and Orig-4.1 below, if the Response primitive is an acknowledgement it shall proceed according to Orig-4.1 (nonBlockingRequestSynch or nonBlockingRequestAsynch) otherwise it shall proceed according to Orig-4.0 (blockingRequest).
Orig-4.0 and Orig-4.1 "Wait for Response primitive": Refer to clause 7.3.1.3 for details.

Orig-5.0 "Send a Request primitive with op=R": The op=R means Retrieve operation. The Request primitive shall include the mandatory parameters Operation, To, From and Request Identifier unless the Request primitive includes a Primitive Profile Identifier parameter that enables a Receiver CSE to insert these mandatory parameters into the Request primitive on behalf of the Originator as defined in clause 10.2.25 in oneM2M TS-0001 [6]. The Response Type of the "Request" primitive shall be blockingRequest. See clause 7.3.1.4 for details.
Orig-5.1 "Receive a Response primitive from the Hosting CSE": The Originator shall receive the mandatory parameters which are Response Status Code, Request Identifier and Content parameter unless the Originator includes a Primitive Profile Identifier parameter in the Request primitive instructing the Receiver CSE to filter any of these parameters that the Originator does not want to receive in the Response primitive as defined in clause 10.2.25 in oneM2M TS-0001 [6]. The Request Identifier shall be identical to the value of that parameter from Orig-5.0. The information in the Content parameter is the result when the Receiver completed handling of the Request primitive of Orig-2.0.
Orig-5.2 "Completion of operation by Response Status Code parameter": When the Response Status Code is successful and Content parameter exists, it goes to Orig-5.3. When the Response Status Code is acknowledgment which indicates processing at the Receiver, it goes to Orig-5.0. When the Response Status Code is an error such as Originator error (4XXX) or Receiver error (5XXX) or Network error (6XXX) or the Content parameter is absent, it goes to finish with error.
Orig-5.3 "Extract a result from Response primitive of Orig-5.1": The information in the operationResult attribute of the <request> resource in the Content parameter from Orig-5.1 is extracted from the Response primitive which included the Request Identifier, Response Status Code and optional Content parameters unless the Originator includes a Primitive Profile Identifier parameter in the Request primitive instructing the Receiver CSE to filter any of these parameters that the Originator does not want to receive as defined in clause 10.2.25 in oneM2M TS-0001 [6]. The <request> resource shall include mandatory attributes as specified in clause 9.6.12 of oneM2M TS-0001 [6] . The Request Identifier in the operationResult attribute shall be identical to that in  Orig‑2.0.

Orig-6.0 "Process Response primitive": The Request Identifier shall be identical to that in Orig-2.0. The Originator processes the response.

Orig-7.0 "Receive a Request primitive with op=N": The op=N means Notify operation. The Originator receives a Request primitive with mandatory parameters Operation, To, From, Request Identifier and Content unless the Originator includes a Primitive Profile Identifier parameter in the Request primitive instructing the Receiver CSE to filter any of these parameters that the Originator does not want to receive as defined in clause 10.2.25 in oneM2M TS-0001 [6]. The Operation parameter shall be Notify. The Content parameter is the notification information as specified in clause 7.5.1.1.
Orig-8.0 "Create a Response primitive": The Originator creates Response primitive with mandatory parameters Response Status Code and Request Identifier unless the Response primitive includes a Primitive Profile Identifier parameter that enables a Receiver CSE to insert these mandatory parameters into the Response primitive on behalf of the Originator as defined in clause 10.2.25 in oneM2M TS-0001 [6]. The Request Identifier shall be identical to that in Orig-7.0.
Orig-9.0 "Send a Response primitive": The Response primitive which is created at Orig-8.0 shall be sent to the Receiver. Refer to clause 7.3.2.3 for details.

Orig-9.1 "Extract Response primitive of Orig-2.0 from Orig-7.0": The information in the operationResult attribute of the <request> resource from Orig-7.0 in Response primitive includes Request Identifier, Response Status Code and optional Content parameters unless the Originator includes a Primitive Profile Identifier parameter in the Request primitive instructing the Receiver CSE to filter any of these parameters that the Originator does not want to receive as defined in clause 10.2.25 in oneM2M TS-0001 [6]. The <request> resource shall include mandatory attributes as specified in clause 9.6.12 of oneM2M TS-0001 [6]. The Request Identifier in the operationResult attribute shall be identical to that in Orig‑2.0.
-----------------------End of change 1-------------------------------------------

-----------------------Start of change 2-------------------------------------------

7.3.1
Originator actions

7.3.1.1
Compose request primitive
The Originator shall compose a Request message that shall be mapped to a specific protocol.

The Request shall include mandatory parameters Operation, To, From and Request Identifier unless the Request includes a Primitive Profile Identifier parameter that enables a Receiver CSE to insert these mandatory parameters into the Request on behalf of the Originator as defined in clause 10.2.25 in oneM2M TS-0001 [6].

The Release Version Indicator parameter shall be included unless the primitive is being sent to a Release 1 entity or the Request includes a Primitive Profile Identifier parameter that enables a Receiver CSE to insert the Release Version Indicator parameter into the Request on behalf of the Originator. The Request may include the time related parameters Originating Timestamp, Request Expiration Timestamp, Result Expiration Timestamp and Operation Execution Time.

The Request may include the other parameters as specified in Table 7.2.1.1‑1: Request Primitive Parameters.

When including a resource representation in the request primitive for create and update, the originator shall take into account the validation rules as specified in "Check validity for resource representation for create" and "Check validity for resource representation for update" respectively.

EXAMPLE:
Any attributes marked with NP shall not be present in the resource representation for the corresponding request primitive.
When taking into account these validation rules, if the originator includes a Primitive Profile Identifier parameter in the request primitive, the Originator shall also take into account the <primitiveProfile> resource referenced by the Primitive Profile Identifier parameter which may add, delete or modify attributes and parameters from the request primitive.

-----------------------End of change 2-------------------------------------------

-----------------------Start of change 3-------------------------------------------

7.3.2.6
Forwarding

When a receiver CSE is not the Hosting CSE, i.e. the CSE-ID of the receiver CSE is different from the CSE-ID in the To parameter, the receiver CSE shall attempt to forward the primitive. The Receiver CSE checks each of its <remoteCSE> resources to find whether the CSE-ID in the To parameter of the primitive matches either the CSE-ID attribute or one of the CSE-IDs in the descendantCSEs attribute of the <remoteCSE>. 

· If a match is found, the CSE shall retarget the request to the pointOfAccess of the matching <remoteCSE> resource.

· If a match is not found, and the CSE received the request from an AE or a descendant CSE, and the CSE is not the IN-CSE, then it shall retarget the request to its Registrar CSE.

· If a match is not found and the CSE is the IN-CSE, then the CSE shall not forward the request and it shall respond with an error using Response Status Code "NOT_FOUND".

· If a match is not found and the CSE is not the IN-CSE and the CSE receives the request from its registrar CSE, then the CSE shall not forward the request and it shall respond with an error using Response Status Code "NOT_FOUND".

When the receiver CSE forwards the primitive and the From parameter value has CSE-relative-ID format, the receiver shall convert the ID format of the From parameter into SP-relative by pre-pending its own CSE-ID. If the receiver CSE is the IN-CSE and the To parameter targets another SP domain, the IN-CSE shall convert the ID format of the From parameter into Absolute format by pre-pending another SP-ID.
If any of the Request Expiration Timestamp, Result Expiration Timestamp or Operation Execution Time parameters are set in the request, the receiver CSE should forward the request before the earliest of these times. If the any of the timestamps are in the past, it shall reject the request with a "REQUEST_TIMEOUT" Response Status Code parameter value and not forward the request.
A receiver CSE shall remove the Release Version Indicator and Vendor Information from the request or response before retargeting a primitive to a Release 1 entity.
If the Primitive Profile Identifier parameter is set in the request, the Receiver CSE shall forward the request with the Primitive Profile Identifier parameter but not attempt to apply a <primitiveProfile> resource to the request.

A receiver CSE shall indicate the content serialization to be used in a response in the retargeted primitive. 
Acting as an originator the CSE shall perform the following procedures:

1) "Send a Request to the receiver CSE". Refer to clause 7.3.1.2 for details.
2) "Wait for Response primitive". Refer to clause 7.3.1.3 for details.
When the Response is received the receiver CSE shall:

3) Primitive specific procedure: Forward the Response to the original CSE.
-----------------------End of change 3-------------------------------------------

-----------------------Start of change 4-------------------------------------------

7.3.3.1
Check existence of the addressed resource

Upon receiving a request, a Hosting CSE shall first check if a Primitive Profile Identifier parameter is specified in the request.  If the Primitive Profile Identifier parameter is specified, the Hosting CSE shall attempt to apply the <primitiveProfile> resource referenced by the Primitive Profile Identifier parameter to the resource representation and parameters of the request as specified by the procedure defined in clause 10.2.25 in oneM2M TS-0001 [6]. If the procedure is performed successfully or the request does not include a Primitive Profile Identifier parameter, the Hosting CSE shall continue performing the procedure as defined in the remainder of this clause. If the Hosting CSE detects that a <primitiveProfile> resource referenced by the Primitive Profile Identifier parameter does not exist or is not compatible with the request, the Hosting CSE shall reject the request with a Response Status Code indicating "INVALID_PRIMITIVE_PROFILE".
If the Request Expiration Timestamp is given in the request and has expired, the Hosting CSE shall reject the request with a "REQUEST_TIMEOUT" Response Status Code parameter value. Otherwise, the Hosting CSE should handle the request before the time specified in Request Expiration Timestamp.
The Hosting CSE shall check if the resource addressed by the To parameter exists in the repository. If the resource does not exist, the Hosting CSE shall reject the request with a Response Status Code indicating "NOT_FOUND" error.

The Hosting CSE shall also check the existence of target resources based on conditions specified in the Filter Criteria parameter in the Retrieve/Update/Delete operation. If there are no matching target resources, the Hosting CSE shall reject the request with a Response Status Code indicating "NOT_FOUND" error. 
If the Hosting CSE does not support the content format (i.e. type of serialization) requested by the originator, the request shall be rejected with a Response Status Code indicating "NOT_ACCEPTABLE" error.

If the Hosting CSE does not support the content format sent by the originator, the request shall be rejected with a Response Status Code indicating "UNSUPPORTED_MEDIA_TYPE" error.
-----------------------End of change 4-------------------------------------------

-----------------------Start of change 5-------------------------------------------

7.3.3.10
Announce the resource or attribute

If a CREATE Request that contains an announceTo attribute is received:

4) Compose the CREATE Request primitive as follows:

· The link attribute is set to the URI of the original resource.

· If the accessControlPolicyIDs attribute of the original resource is not present, the accessControlPolicyIDs attribute is set to the same value as the parent resource or is set using the local policy of the original resource.

· Attributes marked with MA in oneM2M TS-0001 [6]. Such attributes shall be included if present in the original resource and set to same value as in the original resource.

· Attributes marked with OA that are included in the announcedAttribute attribute. Such attributes shall be included if present in the original resource and set to same value as in the original resource.

· The resourceType attribute is set to the announced variant of the original resource (see Table 6.3.4.2.1‑1).
· The Hosting CSE shall not include a Primitive Profile Identifier parameter in the CREATE request primitive even if one is included in the received CREATE request.
Perform the following steps for each item (announcement target) in the announceTo attribute list:
a. If the announcement target is a CSE-ID, check if the CSE hosting the original resource has registered to the corresponding announcement target CSE, or is the registrar CSE for the announcement target and a <remoteCSE> resource for the Host CSE exists on the announcement target CSE.

-
If yes, announce the original resource by sending a CREATE Request to the CSE specified in the announceTo, addressed to the <remoteCSE> of the CSE hosting the original resource.

-
If no, then check if the CSE hosting the original resource has been announced to the announcement target CSE and created a <remoteCSEAnnc> resource as a child of the <CSEBase>
-
If yes, announce the original resource by sending a CREATE Request to the CSE specified in the announceTo, addressed to the <remoteCSEAnnc> resource.

-
If no, then the CSE hosting the original resource shall perform the following steps:

· Announce itself to the CSE specified in the announceTo attribute such that its <remoteCSEAnnc> resource is present at the announcement target CSE.

· Send a CREATE Request to the CSE specified in the announceTo of the request, addressed to the <remoteCSEAnnc> resource.

b. If the announcement target is not a CSE-ID send a CREATE Request to the CSE represented by the URI in the announceTo of the request.

c. Wait for the Response to the CREATE that was sent in step a or b.
d. Add the URI of the successfully-announced resource to the announceTo attribute of the resource.

Include the updated announceTo attribute in the Content parameter of the Response to the received CREATE Request.

If an UPDATE Request that adds a URI or CSE-ID into the announceTo attribute is received:

5) Compose the CREATE Request primitive as follows:

· The link attribute is set to the URI of the original resource.

· If the accessControlPolicyIDs of the original resource is not present, the accessControlPolicyIDs is set to the same value as the parent resource or is set using the local policy of the original resource.

· Attributes marked with MA in oneM2M TS-0001 [6]. Such attributes shall be included if present in the original resource and set to same value as in the original resource.

· Attributes marked with OA that are included in the announcedAttribute attribute. Such attributes shall be included if present in the original resource and set to same value as in the original resource.
· The resourceType attribute is set to the announced variant of the original resource (see Table 6.3.4.2.1‑1).
· The Hosting CSE shall not include a Primitive Profile Identifier parameter in the CREATE request primitive even if one is included in the received UPDATE request.
Perform the following steps for each new item (announcement target) that has been added to the announceTo attribute list:

a. If the announcement target is a CSE-ID, check if the CSE hosting the original resource has registered to the announcement target CSE, or is the registrar CSE for the announcement target and a <remoteCSE> resource for the Hosting CSE exists on the announcement target CSE.

· If yes, announce the original resource by sending a CREATE Request to the CSE specified in the announceTo, addressed to the <remoteCSE> of the CSE hosting the original resource.

· If no, check if the CSE hosting the original resource has been announced to the announcement target CSE and created a <remoteCSEAnnc> resource as a child of the <CSEBase>:
-
If yes, announce the original resource by sending a CREATE Request to the CSE specified in the announceTo, addressed to the <remoteCSEAnnc>resource.

-
If no, then check if the CSE hosting the original resource has been announced to the announcement target CSE and created a <remoteCSEAnnc> resource as a child of the <CSEBase>:
-
If yes, announce the original resource by sending a CREATE Request to the CSE specified in the announceTo, addressed to the <remoteCSEAnnc> resource.

-
If no, then the CSE hosting the original resource shall perform the following steps:

· Announce itself to the CSE specified in the announceTo attribute such that its <remoteCSEAnnc> resource is present at the announcement target CSE.

· Send a CREATE Request to the CSE specified in the announceTo of the request, addressed to the <remoteCSEAnnc> resource.

b. If the announcement target is not a CSE-ID, send a CREATE Request to the CSE represented by the URI in the announceTo of the request.

c. Wait for the Response to the CREATE that was sent in step a or b.
d. Add the URI of the successfully-announced resource to the announceTo attribute of the resource.

Include the updated announceTo attribute in the Content parameter in the Response to the received UPDATE Request.

If an UPDATE Request that adds the attribute name into the announcedAttribute attribute is received:

6) Compose the UPDATE Request primitive. The UPDATE Request shall provide the attribute name for the attribute to be announced, and the initial value for the attribute in the Content parameter. The initial value shall be the same with the value from the original resource. The attribute that will be announced shall be marked as OA.  The Hosting CSE shall not include a Primitive Profile Identifier parameter in the UPDATE request primitive even if one is included in the received UPDATE request.
7) Send UPDATE Requests to all announced resources listed in the announceTo attribute.

8) Wait for Response primitive.

9) Add the attribute name of the successfully announced attribute to the announcedAttribute attribute.

10) Include updated announcedAttribute attribute in the Content parameter in the Response to the received UPDATE Request.

If an attribute(s) specified as MA (see oneM2M TS-0001 [6]) or an attribute(s) included in the announcedAttribute attribute is updated:

11) Compose an UPDATE Request primitive by including the updated attribute(s) with its associated updated value.
12) Send the UPDATE Request to all CSE(s) represented by the URI(s) in the announceTo attribute of the original resource.

13) Wait for the Response primitive(s).

7.3.3.11
De-announce the resource or attribute

If an UPDATE Request that deletes the URI from the announceTo attribute is received:

14) Compose the DELETE Request primitive. The Hosting CSE shall not include a Primitive Profile Identifier parameter in the DELETE request primitive even if one is included in the received UPDATE request.
15) Send a DELETE Request to the CSE(s) represented by URI(s) in the announceTo attribute of the resource, which is not included in the announceTo of the request. The To parameter in the DELETE Request shall be set to the URI for the announced resource that will be deleted.

16) Wait for Response primitive.

17) Remove the URI of successfully de-announced resource from the announceTo attribute of the resource.

18) Include updated announceTo attribute in the Content parameter in the Response to the UPDATE Request of the original resource.

If a DELETE Request is received:

19) Compose the DELETE Request primitive. The Hosting CSE shall not include a Primitive Profile Identifier parameter in the DELETE request primitive even if one is included in the received DELETE request
20) Send DELETE Requests to all of the CSE(s) represented by the URI(s) in the announceTo attribute of the resource.

21) Wait for Response primitive.

If an UPDATE Request that deletes the attribute name from the announcedAttribute attribute is received:

22) Compose the UPDATE Request primitive. The To parameter in the UPDATE Request shall be set to the URI for the announced resource. The UPDATE Request shall set the attribute that will be de-announced (i.e. to be deleted) in the Content parameter to NULL. The attribute that will be de-announced shall be marked as OA. The Hosting CSE shall not include a Primitive Profile Identifier parameter in the UPDATE request primitive even if one is included in the received UPDATE request
23) Send UPDATE Requests to all announced resources listed in the announceTo attribute of the original resource.

24) Wait for Response primitive.

25) Delete the attribute name of the successfully de-announced attribute from the announcedAttribute attribute.

26) Include updated announcedAttribute attribute in the Content parameter in the Response to the received UPDATE Request.

If an attribute(s) specified as MA (see oneM2M TS-0001 [6]) or an attribute(s) included in the announcedAttribute attribute is deleted:

27) Compose an UPDATE Request primitive by including the deleted attribute(s) with its value set to NULL. The Hosting CSE shall not include a Primitive Profile Identifier parameter in the UPDATE request primitive even if one is included in the received UPDATE request
28) Send the UPDATE Request to all CSE(s) represented by the URI(s) in the announceTo attribute of the original resource.

29) Wait for Response primitive.
30) Delete the attribute name of the successfully de-announced attribute from the announcedAttribute attribute if it was present.
-----------------------End of change 5-------------------------------------------

-----------------------Start of change 6-------------------------------------------

7.3.3.12
Create a success response

The Hosting CSE shall create a success response primitive with a Response Status Code indicating:

· "CREATED" in case of Create operation;

· "OK" in case of Retrieve operation;

· "UPDATED" in case of Update operation;

· "DELETED" in case of Delete operation; and

· "OK" in case of Notify operation.

The Hosting CSE shall include Request Identifier parameter in the response primitive. The Release Version Indicator parameter shall be included unless the primitive is being sent to a Release 1 entity.
The Hosting CSE shall include the Content parameter in a Retrieve Response. The Hosting CSE shall include the Content parameter in a Create/Update/Delete Response unless the Result Content is set to 0 (nothing). If the Result Content is not given in the Request, the default value for Delete is 0 (nothing), for Create/Retrieve/Update it is 1 (all attributes).

The information of the Content parameter shall comply to the value of the Result Content request parameter of the corresponding Request.
More details can be found in clause 7.2.1.2 (Response primitive format).
The response content serialization shall use the type indicated in the received request. If a content serialization cannot be determined from the request then the serialization of the response shall use one of the serialization types specified in the contentSerialization attribute of the originator.
The Hosting CSE may include To, From, Originating Timestamp, Result Expiration Timestamp, Event Category parameters). 
If the received request includes a Primitive Profile Identifier parameter that is applicable to the response, the Hosting CSE shall apply the referenced <primitiveProfile> resource to determine which response parameters and attributes to include in the response as defined by the procedure in clause 10.2.25 in oneM2M TS-0001 [6].  This may result in the Hosting CSE filtering mandatory and/or optional parameters and attributes that the Hosting CSE would otherwise normally include in a response sent to the request Originator.
-----------------------End of change 6-------------------------------------------

-----------------------Start of change 7-------------------------------------------

7.5.1.2
Notification procedures

7.5.1.2.1
Introduction
Notification procedures shall be employed for the following use cases: 

· to notify Receiver(s) of modifications of a resource for an associated <subscription> resource;

· to request Receiver(s) to perform resource subscription verification;

· to notify deletion of the <subscription> resource;

· to notify Receiver(s) for Asynchronous Non-blocking Request;

· to notify Receiver(s) of modifications of a resource when the subscription relationship is established through the <group> resource;

· to send the response corresponding to a request delivered via service layer long polling (clause 7.4.22.2.2 Retrieve <pollingChannelURI>);

· to notify Receiver(s)(i.e. IPE) for on-demand discovery request;

· to notify Receiver(s) of the missing Time Series Data points for an associated <subscription> resource;
· to notify Receiver(s) of a security related request (e.g. dynamic authorization and end-to-end security);

· to notify Receivers that an AE has changed registration point;

· to notify an IN-CSE that the Originator has a new/updated/deleted reference to an Application Entity Resource identifier;

· to notify Receiver(s) of a cross-resource notification generated by a <crossResourceSubscription> Hosting CSE;
· to notify a Receiver that a triggered update on the subscribed-to resource has been blocked and retargeted to the Receiver.
NOTE: The present document supports primitive profile functionality only for Notify primitives that are generated by a Hosting CSE for notifications associated with a <subscription> resource having a primitiveProfileID attribute configured and Notify primitives that are generated by a Hosting CSE to notify Receiver(s) of responses for Asynchronous Non-blocking Requests having a Primitive Profile Identifier parameter.     
The following clauses specify the notification procedures for each of the above use cases.
-----------------------End of change 7-------------------------------------------

-----------------------Start of change 8-------------------------------------------
7.5.1.2.2
Notification for <subscription> resources
When the notification message is forwarded or aggregated by transit CSEs, the Originator or a transit CSE shall check whether there are notification policies to enforce between subscription resource Hosting CSE and the notification target. In that case, the transit CSE as well as the Originator shall process Notify request primitive(s) by using the corresponding policy and send processed Notify request primitive(s) to the next CSE with notification policies related to the enforcement so that the transit CSE is able to enforce the policy defined by the subscriber. The notification policies related to the enforcement at this time is verified by using the subscription reference in the Notify request primitive. In the notification policies, the latestNotify attribute is only enforced in the transit CSE as well as the Originator.

If Event Category parameter is set to "latest" in the notification request primitive, the transit CSE as well as Originator shall cache the most recent Notify request. That is, if a new Notify request is received by the CSE with a subscription reference that has already been buffered for a pending Notify request, the newer Notify request will replace the buffered older Notify request.

Originator:
When an event is generated, the Originator shall execute the following steps in order:

Step 1.0
Check the eventNotificationCriteria attribute of the <subscription> resource associated with the modified resource:
· If the eventNotificationCriteria attribute is set, then the Originator shall check whether the corresponding event matches with the event criteria. If multiple matching conditions of different types (i.e. different condition tags) are present in the eventNotificationCriteria attribute, then the combined condition shall be derived by applying the logical operation specified by the filterOperation condition. By default the logical AND operation shall be used if the filterOperation condition is not present.
· If notificationEventType is not set within the eventNotificationCriteria attribute and the operationMonitor is also not present, the Originator shall use the default setting of "Update_of_Resource" to compare against the event.
· If the notificationEventType has the value "Create_of_Direct_Child_Resource" or "Delete of Direct Child Resource" and the childResourceType condition is also present, then the matching event shall only be detected if one of the child resource types present in the list has been created or deleted, respectively. If the childResourceType condition is not present then a matching event is generated whenever any child resource is created or deleted.
· If the notificationEventType has either an explicit or default value of "Update_of_Resource" and the attribute condition is also present then the matching event shall only be detected if one of the attributes in the list has been updated. If the attribute condition is not present then a matching event is generated whenever any attribute has been updated.

· If the event matches, go to the step 2.0. Otherwise, the Originator shall discard the corresponding event.

· If the eventNotificationCriteria attribute is not configured, the Originator shall use the default setting of "Update_of_Resource" for the notificationEventType and then continue with the step 2.0.

Step 2.0
The Originator shall check the notification policy as described in the below steps, but the notification policy may be checked in different order. After checking the notification policy in step 2.0 (i.e. from step 2.1 to step 2.6), then continue with step 3.0.

Step 2.1
The Originator shall determine the type of the notification per the notificationContentType attribute. The possible values of for notificationContentType attribute are "Modified Attributes", "All Attributes", "ResourceID" or "Trigger Payload". This attribute may be used jointly with eventType attribute in the eventNotificationCriteria to determine if it is the attributes/resourceID of the subscribed-to resource or the attributes/resourceID of the child resource of the subscribed-to resource that shall be returned in the notification. In addition to the procedure described below, if the primitiveProfileID attribute of the <subscription> resource is configured with the resource identifier of a <primitiveProfile> resource, the Originator shall apply the <primitiveProfile> to the Notify request primitive to add, modify or delete parameters or attributes as specified by the procedure defined in clause 10.2.25 in oneM2M TS-0001 [6].  The <primitiveProfile> shall take precedence over the notificationContentType rules defined below:
· If the value of notificationContentType is set to "Modified Attributes", the Notify request primitive shall include the partial resource containing modified attribute(s) only (Refer to clause 7.2.1.2 for response content description).

· If the value of notificationContentType is set to "All Attributes", the Notify request primitive shall include the complete resource with all attributes (Refer to clause 7.2.1.2 for response content description).

· If the value of notificationContentType is set to "ResourceID", the Notify request primitive shall include the URI of the resource (Refer to clause 7.2.1.2 for response content description).
· If the value of notificationContentType is set to "Trigger Payload", the Notify request primitive shall include the trigger payload (Refer to clause 9.2.1 for trigger payload description).
Step 2.2
Check the notificationEventCat attribute:

· If the notificationEventCat attribute is set, the Notify request primitive shall employ the Event Category parameter as given in the notificationEventCat attribute. Then continue with the step 2.3.

· If the notificationEventCat attribute is not configured, then continue with step 2.3.

Step 2.3
Check the latestNotify attribute:

· If the latestNotify attribute is set, the Originator shall assign Event Category parameter of value "latest" of the notifications generated pertaining to the subscription created.

Step 2.4
Check the batching notifications policy:

· See details in oneM2M TS-0001 [6], clause 10.2.10.7.

NOTE:
The use of some attributes such as rateLimit and preSubscriptionNotify is not supported in the present document.
Step 2.5
Check the notificationURI attribute:

· The Originator shall fetch the notificationURI attribute and set the value to the To parameter of the Notify request. When the notificationURI attribute contains more than one target, the Originator shall generate each Notify request per target.

· If the notificationURI attribute includes the notification serialization indication, in form of key-value pair, e.g. "ct=json", after the delimiter "?", the Originator shall serialize the notification for the notification target in that serialization type. The delimiter with the serialization indication shall be removed when the target is set to the To parameter of the Notify request. Then continue with step 3.0.

Step 3.0
The Originator shall check the notification and reachability schedules, but the notification schedules may be checked in different order:
· If the <subscription> resource associated with the modified resource includes a <notificationSchedule> child resource, the Originator shall check the time periods given in the scheduleElement attribute of the <notificationSchedule> child resource.

· Also, the Originator shall check the reachability schedule associated with the Receiver by exploring its <schedule> resource. If reachability schedules are not present in a Node then that Entity is considered to be always reachable.

· If notificationSchedule and reachability schedule indicate that message transmission is allowed, then proceed with step 5.0. Otherwise, proceed with step 4.0.

· In particular, if the notificationEventCat attribute is set to 'immediate' and the <notificationSchedule> resource does not allow transmission, then go to step 5.0 and send the corresponding Notify request primitive by temporarily ignoring the Originator's notification schedule.
Step 4.0
Check the pendingNotification attribute:

· If the pendingNotification attribute is set, then the Originator shall cache pending Notify request primitives according to the pendingNotification attribute. The possible values are 'sendLatest' and 'sendAllPending'. If the value of pendingNotification is set to 'sendLatest', the most recent Notify request primitive shall be cached by the Originator and it shall set the Event Category parameter to "latest". If pendingNotification is set to 'sendAllPending', all Notify request primitives shall be cached by the Originator. If the pendingNotification attribute is not configured, the Originator shall discard the corresponding Notify request primitive. The processed Notify request primitive by the pendingNotification attribute is sent to the Receiver once message transmission becomes possible (see the step 6.0).

Step 5.0
Check the expirationCounter attribute:

· If the expirationCounter attribute is set, then it shall be decreased by one when the Originator successfully sends the Notify request primitive. If the counter equals to zero('0'), the corresponding <subscription> resource shall be deleted. Then end the 'Compose Notify Request Primitive' procedure.

· If the expirationCounter attribute is not configured, then end the 'Compose Notify Request Primitive' procedure.

When message transmission becomes possible, the Originator shall execute the following steps in order:

Step 6.0
If the pendingNotification attribute is set, the Originator shall send the processed Notify request primitive by the pendingNotification attribute and then continue with the step 7.0

Step 7.0
Check the expirationCounter attribute:

· If the expirationCounter attribute is set, then its value shall be decreased by one when the Originator successfully sends the Notify request primitive. If the counter meets zero, the corresponding <subscription> resource shall be deleted. Then end the 'Compose Notify Request Primitive' procedure.

· If the expirationCounter attribute is not configured, then end the 'Compose Notify Request Primitive' procedure.

Receiver:

When the Hosting CSE receives a Notify request primitive, the Hosting CSE shall check validity of the primitive parameters. In case the Receiver is a transit CSE which forwards or aggregates Notify request primitives before sending to the subscriber or other transit CSEs, upon receiving the Notify request primitive with the Event Category parameter set to "latest", the Receiver shall identify the latest Notify request primitive with the same subscription reference while storing Notify request primitives locally. When the Receiver as a transit CSE needs to send pending Notify request primitives, it shall send the latest Notify request primitive. When the Receiver as a transit CSE needs to send Notify request primitives, it shall use one of the serializations specified in the subscriber or other transit CSE contentSerialization attribute. If there is no contentSerialization value specified the transit CSE may use any serialization format.
-----------------------End of change 8-------------------------------------------
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7.5.1.2.5
Notification for Asynchronous Non-blocking Request

Originator:

When the requested operation for a nonBlockingRequestAsynch request is completed, the Originator (=Hosting CSE of the resource) shall send a Notify request primitive to inform the final result of requested operation against the oneM2M resource. When the notificationURI was present and empty in the Response Type parameter in the previously received nonBlockingRequestAsynch request, no notification with the result of the requested operation shall be sent at all by the Originator. Otherwise, the Originator shall send a Notify request primitive (If the notificationURI was present and contains multiple entries, then the Originator shall send a Notify request primitive for each entry in the notificationURI list.). In addition to the procedure described below, if the nonBlockingRequestAsynch request includes a Primitive Profile Identifier parameter configured with a resource identifier of a valid <primitiveProfile> resource, the Originator shall also apply the <primitiveProfile> to the Notify request primitive to add, modify or delete parameters or attributes as specified by the procedure defined in clause 10.2.25 in oneM2M TS-0001 [6].  The <primitiveProfile> shall take precedence over the below rules:
a)
The From parameter shall be set to the ID of the Originator (i.e. Hosting CSE which hosts the resource targeted by the previously received nonBlockingRequestAsynch request).

b)
If the notificationURI was not present in the Response Type parameter in the previously received nonBlockingRequestAsynch request, then the To parameter shall be set to the Originator of the previously received nonBlockingRequestAsynch request.
If the notificationURI was present and not empty in the Response Type parameter in the previously received nonBlockingRequestAsynch request, then the To parameter shall be set to the next notificationURI list entry.

c)
The Response Type: If the Originator chooses to send the Notification in nonBlockingRequestAsynch mode, the Originator shall include a notificationURI in the Response Type and set it to empty.

d)
The Content parameter shall be set to the response to the previously received nonBlockingRequestAsynch request as m2m:responsePrimitive.

Receiver:

No change from the generic procedure in clause 7.2.2.2.
-----------------------End of change 9-------------------------------------------
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6.6.3.5
Originator error response class

Table 6.6.3.5-1 specifies the RSCs for Originator error responses.

41xx codes are oneM2M specific.

Table 6.6.3.5‑1: RSCs for Originator error response class

	Numeric Code
	Description

	4000
	BAD_REQUEST

	4001
	RELEASE_VERSION_NOT_SUPPORTED

	4004
	NOT_FOUND

	4005
	OPERATION_NOT_ALLOWED

	4008
	REQUEST_TIMEOUT

	4015
	UNSUPPORTED_MEDIA_TYPE

	4101
	SUBSCRIPTION_CREATOR_HAS_NO_PRIVILEGE

	4102
	CONTENTS_UNACCEPTABLE

	4103
	ORIGINATOR_HAS_NO_PRIVILEGE

	4104
	GROUP_REQUEST_IDENTIFIER_EXISTS

	4105
	CONFLICT

	4106
	ORIGINATOR_HAS_NOT_REGISTERED

	4107
	SECURITY_ASSOCIATION_REQUIRED

	4108
	INVALID_CHILD_RESOURCE_TYPE

	4109
	NO_MEMBERS

	4110
	GROUP_MEMBER_TYPE_INCONSISTENT

	4111
	ESPRIM_UNSUPPORTED_OPTION

	4112
	ESPRIM_UNKNOWN_KEY_ID

	4113
	ESPRIM_UNKNOWN_ORIG_RAND_ID

	4114
	ESPRIM_UNKNOWN_RECV_RAND_ID

	4115
	ESPRIM_BAD_MAC

	4116
	ESPRIM_IMPERSONATION_ERROR

	4117
	ORIGINATOR_HAS_ALREADY_REGISTERED

	4118
	ONTOLOGY_NOT_AVAILABLE

	4119
	LINKED_SEMANTICS_NOT_AVAILABLE

	4120
	INVALID_SEMANTICS

	4121
	MASHUP_MEMBER_NOT_FOUND

	4122
	INVALID_TRIGGER_PURPOSE

	4123
	ILLEGAL_TRANSACTION_STATE_TRANSITION_ATTEMPTED

	4124
	BLOCKING_SUBSCRIPTION_ALREADY_EXISTS

	4125
	SPECIALIZATION_SCHEMA_NOT_FOUND

	4126
	APP_RULE_VALIDATION_FAILED

	4127
	OPERATION_DENIED_BY_REMOTE_ENTITY

	4130
	ONTOLOGY_MAPPING_ALGORITHM_NOT_AVAILABLE

	4131
	ONTOLOGY_MAPPING_POLICY_NOT_MATCH

	4132
	ONTOLOGY_MAPPING_NOT_AVAILABLE

	4133
	BAD_FACT_INPUTS_FOR_REASONING

	4134
	BAD_RULE_INPUTS_FOR_REASONING

	41XX
	INVALID_PRIMITIVE_PROFILE


-----------------------End of change 10-------------------------------------------
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