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## Introduction

This contribution addresses following editorial corrections for <nwMonitoringReq> resource while doing stage 3 work.

* Remove <*subscription*> resource in Change 1 and Change 3.
* The multiplicity of *geographicArea* attribute is changed for a single region and optional use in table 9.6.64-1 of Change 1.
* Remove the *announcedTo* attribute in Change 1 and Change 3.
* The combination between *monitorEnable* attribute and *congestionLevel* /*externalGroupID/ geographicArea* attributes are added to table 9.6.64-1 of Change 1 and Create/Update operation of Change 2.
* Remove the SCEF/NSE procedures in Delete operation of Change 2.

R01 updates based on SDS discussion.

* Undo the subscription resource with additional descriptions.
* Add subscription procedures to CREATE operation.
* Revice UPDATE operation for NSE interaction.
* Add description to DELETE operation for NSE interaction.

R02 updates based on agreed TS-0004 contributions (SDS-0019R08) .

* The Disabled of *monitorEnable* is not allowed for Update operation. So the limitations for the operations are added.
* If the value of *monitorEnable* is set and other mandatory attribute is not present (e.g. *congestionLevel* attribute) for Update operation, the Receiver shall not process the request. So error handling operations for the Receiver are added.
* Additional Update is not allowed to align with POST methods of 3GPP SCEF APIs. So the limitations for the Update operations are added
* Apply enum values of monitorEnable atribute in <nwMonitoringReq> Resource type and CRUD operations.

R03 updates based on SDS discussion.

* Remove MonitorCongestionAndDeviceNumber of *monitorEnable* attribute.
* Add *monitorStatus* attribute to notify a response status from NSE, and update the CRUD operations.

R04 updates based on the comments from Peter (see SDS-0019R10)

.

### ----------------------start of change 1 ----------------------------------------------------

### 9.6.64 Resource Type *nwMonitoringReq*

The <*nwMonitoringReq*> resource is used by an Originator (e.g. AE) to request network status information from an Underlying Network. The resource provides the status information for a particular geographic area of an Underlying Network such as congestion status and number of devices.

The <*nwMonitoringReq*> resource contains the child resources specified in Table 9.6.64-1.

Table 9.6.64-1: Child resources of *<nwMonitoringReq>* resource

| **Child Resources of <*nwMonitoringReq*>** | Child Resource Type | Multiplicity | Description |
| --- | --- | --- | --- |
| *[variable]* | *<subscription>* | 0..n | See clause 9.6.8. |

The <*nwMonitoringReq*> resource contains the attributes specified in table 9.6.64-2.

Table 9.6.64‑1: Attributes of *<nwMonitoringReq>* Resource

| Attributes of *<nwMonitoringReq>* | Multiplicity | RW/RO/WO | Description |
| --- | --- | --- | --- |
| *resourceType* | 1 | RO | See clause 9.6.1.3 |
| *resourceID* | 1 | RO | See clause 9.6.1.3 |
| *resourceName* | 1 | WO | See clause 9.6.1.3 |
| *parentID* | 1 | RO | See clause 9.6.1.3 |
| *creationTime* | 1 | RO | See clause 9.6.1.3  |
| *lastModifiedTime* | 1 | RO | See clause 9.6.1.3 |
| *expirationTime* | 1 | RW | See clause 9.6.1.3 |
| *accessControlPolicyIDs* | 0..1 (L) | RW | See clause 9.6.1.3 |
| *dynamicAuthorizationConsultationIDs* | 0..1 (L) | RW | See clause 9.6.1.3. |
| *owner* | 0..1 | RW | See clause 9.6.1.3. |
| *labels* | 0..1 (L) | RW | See clause 9.6.1.3. |
|  |  |  |  |
| *monitorEnable* | 0..1 | RW | Indicates the type of network monitoring request.* MonitorCongestion: Monitor congestion status in an area.
* MonitorDeviceNumber: Monitor number of devices in an area.
 |
| *monitorStatus* | 1 | RO | Indicates the response status from the underlying network. The possible values are:* DISABLED: Default
* ENABLED: Indicate a successful response from the underlying network.
* FAILED: Indicate an error response from the underlying network.
 |
| *failureReason* | 1 | RO | Indicates the failure reason from the underlying network. The attribute is applicable, if monitorStatus indicates FAILED. The possible values are:* BAD\_REQUEST: Incorrect parameters were passed in the request issued by the Hosting CSE.
* UNAUTHORIZED: The Hosting CSE is not authorized to issue request to the NSE.
* FORBIDDEN: This represents the case when the NSE is able to understand the request but unable to fulfil the request due to errors (e.g. the requested parameters are out of range).
* NOT\_FOUND: The resource URI was incorrect.
* LENGTH\_REQUIRED: The code indicates that the NSE refuses to accept the request without a Content-Length header field.
* PAYLOAD\_TOO\_LARGE: The request contains a payload larger than the NSE is able to process.
* UNSUPPORTED\_MEDIA\_TYPE: The code indicates that the resource is in a format which is not supported by the NSE for the method.
* TOO\_MANY\_REQUESTS: The code indicates that due to excessive traffic which, if continued over time, may lead to (or may increase) an overload situation. The HTTP header field "Retry-After" may be added in the response to indicate how long the Hosting CSE has to wait before making a new request.
* INTERNAL\_SERVER\_ERROR: The NSE encountered an unexpected condition that prevented it from fulfilling the request.
* SERVICE\_UNAVAILABLE: The NSE is unable to handle the request.
 |
| *congestionLevel* | 0..1(L) | RW | Indicates a list of congestion level(s) with abstracted value (e.g. HIGH, MEDIUM or LOW) or exact value (e.g. between 0 and 31) that the IN-CSE requests to be informed of when reached. This attribute shall be configured if *monitorEnable* is set to MonitorCongestion.  |
| *congestionStatus* | 0..1 | RO | Indicates the network status indicator that is abstracted value for congestion status (e.g. HIGH, MEDIUM or LOW) or exact value for congestion status (e.g. between 0 and 31) received from the NSE. |
| *numberOfDevices* | 0..1 | RO | Indicates the network status indicator that is an integer for congestion status or the number of devices. |
| *externalGroupID* | 0..1 | RW | It is used by an M2M Service Provider (M2M SP) when services targeted to a group of M2M Devices are requested from the Underlying Network. It is assumed to be a globally unique ID exposed by the underlying network to identify a group of M2M Devices (e.g. ADN, ASN, MN) for group related services. This attribute may be configured if *monitorEnable* is set to MonitorDeviceNumber. |
| *M2M-Ext-IDs* | 0..1(L) | RO | See clause 7.1.8 where this attribute is described. This attribute is used only for the case of dynamic association between the M2M-Ext-ID with the CSE-ID or AE-ID.  |

### ----------------------end of change 1 -----------------------------------------------------

### ----------------------start of change 2 ----------------------------------------------------

### 10.2.23 Network Monitoring Request

#### 10.2.23.1 Introduction

This clause describes the procedures for creation, retrieval, update and deletion of the *<nwMonitoringReq*> resource. The corresponding procedures over the Mcn reference point are described in TS-0026 [15] when the underlying network is 3GPP.

#### 10.2.23.2 Create <*nwMonitoringReq*>

This procedure shall be used for creating an *<nwMonitoringReq>* resource

**Table 10.2.23.2-1: *<nwMonitoringReq>* CREATE**

| ***<nwMonitoringReq>* CREATE**  |
| --- |
| Information in Request message | All parameters defined in table 8.1.2-3 apply with the specific details for:***Content:*** The resource content shall provide the information as defined in clause 9.6.64 |
| Processing at Originator before sending Request | According to clause 10.1.2 with the following modifications:* The Originator shall set the *monitorStatus* attribute to DISABLED.
 |
| Processing at Receiver | According to clause 10.1.2. |
| Information in Response message | According to clause 10.1.2 |
| Processing at Originator after receiving Response | According to clause 10.1.2 with the following modifications:The Originator shall create the <*subscription*> resource as the child of <*nwMonitoringReq*> resource to get notified of network monitoring status. |
| Exceptions | According to clause 10.1.2. |

#### 10.2.23.3 Retrieve<*nwMonitoringReq*>

This procedure shall be used for retrieving the representation of the *<nwMonitoringReq>* resource.

**Table 10.2.23.3-1: *<nwMonitoringReq>* RETRIEVE**

|  |
| --- |
| ***<nwMonitoringReq>* RETRIEVE** |
| Information in Request message | All parameters defined in table 8.1.2-3 |
| Processing at Originator before sending Request | According to clause 10.1.3 |
| Processing at Receiver | According to clause 10.1.3  |
| Information in Response message | All parameters defined in table 8.1.3-1 apply with the specific details for:***Content***: attributes of the *<nwMonitoringReq>* resource as defined in clause 9.6.64 |
| Processing at Originator after receiving Response | According to clause 10.1.3 |
| Exceptions | According to clause 10.1.3 |

#### 10.2.23.4 Update <*nwMonitoringReq*>

This procedure shall be used for updating the attributes and the actual data of an *<nwMonitoringReq>* resource.

**Table 10.2.23.4-1: *<nwMonitoringReq>* UPDATE**

|  |
| --- |
| ***<nwMonitoringReq>* UPDATE** |
| Information in Request message | All parameters defined in table 8.1.2-3 apply with the specific details for:***Content*:** attributes of the *<nwMonitoringReq>* resource as defined in clause 9.6.64 which need be updated |
| Processing at Originator before sending Request | According to clause 10.1.4 with the following additions:* If the Originator sends a request for congestion status in an area, the Originator shall set the *monitorEnable* attribute to MonitorCongestion, and set the *congestionLevel* attribute and *geographicArea* attribute.
* If the Originator sends a request for number of devices in an area, the Originator shall set the *monitorEnable* attribute to MonitorDeviceNumber, and set the *geographicArea* attribute.
* The Originator may also configure other optional attributes defined in clause 9.6.64.
* If the value of *monitorStatus* is set to ENABLED, the Originator shall not send a request.
 |
| Processing at Receiver | According to clause 10.1.4 with the following additions:* If the value of *monitorE*nable is MonitorCongestion, the Receiver shall check if *congestionLevel* attribute and *geographicArea* attribute are included in the request. If the attributes are present, the Receiver shall set the value of *monitorStatus* to ENABLED, and the subsequent Update procedures of the Receiver shall be performed for the resource. If the attributes are not present, the Receiver shall respond with an error.
* If the value of *monitorE*nable is MonitorDeviceNumber, the Receiver shall check if *geographicArea* attribute is included in the request. If the attributes is present, the Receiver shall set the value of *monitorStatus* to ENABLED, and the subsequent Update procedures of the Receiver shall be performed for the resource. If the attribute is not present, the Receiver shall respond with an error.
* If the value of *monitorStatus* is ENABLED, the Receiver shall respond with an error.
* If the Receiver receives a request for deletion of *monitorEnable* attribute, the Receiver shall set the value of *monitorStatus* to DISABLED.
 |
| Information in Response message | According to clause 10.1.4 |
| Processing at Originator after receiving Response | According to clause 10.1.4 |
| Exceptions | According to clause 10.1.4 with the following additions:Once the Hosting CSE sends a UPDATE response, the Hosting CSE shall submit a network monitoring request to the appropriate NSE using the appropriate Mcn protocol. The message shall contain information needed by the NSE to update the network monitoring request for the corresponding underlying network. For example, for a 3GPP network monitoring request the required information needed within the network monitoring request message is captured in TS-0026 [11].If the Hosting CSE receives a successful response from the NSE, the Hosting CSE shall set the response of the NSE with the corresponding attributes of the *<nwMonitoringReq>* resource, and shall send a notification request of *<nwMonitoringReq>* resource to the Originator,If the Hosting CSE receives an error response from the NSE, the Hosting CSE shall set the value of *monitorStatus* to FAILED, and shall map the error response to the value of *failureReason*. Then, the Hosting CSE shall send a notification request of *<nwMonitoringReq>* resource to the Originator (See note). |
| NOTE: How to map the error response to the value of *failureReason* depends on the support of the Underlying Network. In the case of interworking with 3GPP networks, the Receiver shall apply the operations defined in clause 7.15.3 in oneM2M TS-0026 [11]. |

#### 10.2.23.5 Delete <*nwMonitoringReq*>

This procedure shall be used for deleting the *<nwMonitoringReq>* resource with all related information.

**Table 10.2.23.5-1: *<nwMonitoringReq>* DELETE**

|  |
| --- |
| ***<nwMonitoringReq>* DELETE** |
| Information in Request message | All parameters defined in table 8.1.2-3 apply |
| Processing at Originator before sending Request | According to clause 10.1.5 |
| Processing at Receiver | According to clause 10.1.5 with the following modifications:Depending on the procedures of the Underlying Network, the CSE shall submit a network monitoring delete request to the appropriate NSE using the appropriate Mcn protocol. The message shall contain information needed by the NSE to delete the network monitoring request for the corresponding underlying network. For example, for a 3GPP network monitoring delete request the required information needed within the network monitoring request message is captured in TS-0026 [11].If the CSE receives a confirmation from the NSE that the network monitoring delete was accepted, the CSE shall delete the applicable <*nwMonitoringReq*> resource and return a successful response to the Originator. If the CSE receives an indication that the network monitoring delete request was not accepted, the CSE shall return an error response to the Originator and shall not update the <*nwMonitoringReq*> resource. . |
| Information in Response message | According to clause 10.1.5 |
| Processing at Originator after receiving Response | According to clause 10.1.5 |
| Exceptions | According to clause 10.1.5 |

### ----------------------end of change 2 -----------------------------------------------------
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