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Introduction
This CR proposes new data types for Advanced Semantic Discovery (ASD) derived from the ASD concept already identified and agreed in TR0001 “Use Cases Collection” and TS-0002 “Requirements”.

Within the Release 5 timeframe, this new ASD functionality has been integrated into TS-0001 “Functional Architecture” and TS-0034 “Semantics Support” already.

Since currently no Realease 5 baseline document is available, the proposed changes are based on TS-0004 V4.8.0 “Service Layer Core Protocol”).
This proposal has been developed by ETSI STF 589 (ETSI TR 103 717) to support Advanced Semantic Discovery introduction in oneM2M.

-----------------------Start of change 1-------------------------------------------

6.4.1
Request primitive parameter data types

The data types of request primitive parameters are specified in this clause.

Detailed request primitive parameter descriptions and usage can be found in clause 8.1.2 of the oneM2M TS-0001 [6]. Further details on the representation of request primitives are specified in clauses 7.2.1.1 and 8 of the present document.
Table 6.4.1‑1 shows the structure of the request primitive. This is defined as the m2m:requestPrimitive element in the XSD file CDT‑requestPrimitive.xsd.

Table 6.4.1‑1: Data Types for Request primitive parameters

	Primitive Parameter
	Data Type
	Multiplicity
	Default Handling
(note 2)
	Note

	Operation
	m2m:operation
	1
	Not applicable
	See clause 6.3.4.2.5

	To
	xs:anyURI
	1
	Not applicable
	

	From
	m2m:ID
	0..1
	Not applicable
	See clause 6.3.3
Also see note 2 below

	Request Identifier
	m2m:requestID
	1
	Not applicable
	See clause 6.3.3

	Resource Type
	m2m:resourceType
	0..1
	No default
	See clause 6.3.4.2.1

	Content
	m2m:primitiveContent
	0..1
	No default
	See clause 6.3.5.5

	Role IDs
	list of m2m:roleID 
	0..1
	Not applicable
	

	Originating Timestamp
	m2m:timestamp
	0..1
	No default
	

	Request Expiration Timestamp
	m2m:absRelTimestamp
	0..1
	Can be given by CMDH policy (clause D.12)
	"Result Expiration Timestamp" shall be later than "Request Message Expiration Timestamp"

	Result Expiration Timestamp
	m2m:absRelTimestamp
	0..1
	Can be given by CMDH policy (clause D.12)
	

	Operation Execution Time
	m2m:absRelTimestamp
	0..1
	Can be given by CMDH policy (clause D.12)
	

	Response Type
	m2m:responseTypeInfo
	0..1
	Use "blockingRequest"
	See clause 6.3.5.30

	Result Persistence
	m2m:absRelTimestamp
	0..1
	Can be given by CMDH policy (clause D.12)
	

	Result Content
	m2m:resultContent
	0..1
	The default value depends on a given operation. See Table 8.1.2-1 of oneM2M TS‑0001 [6]
	See clause 6.3.4.2.7

	Event Category
	m2m:eventCat
	0..1
	No default
	See clause 6.3.3

	Delivery Aggregation
	xs:boolean
	0..1
	Can be given by CMDH policy (clause D.12), otherwise false
	

	Group Request Identifier
	xs:string
	0..1
	No default
	

	Filter Criteria
	m2m:filterCriteria
	0..1
	No default
	See clause 6.3.5.8

	Desired Identifier Result Type
	m2m:desIdResType
	0..1
	Use "structured"
	See clause 6.3.4.2.8

	Tokens
	list of m2m:dynAuthJWT
	0..1
	Not applicable
	See clause 6.3.3

	Token IDs
	list of m2m:tokenID
	0..1
	Not applicable
	

	Local Token IDs
	list of xs:NCName
	0..1
	No default
	

	Token Request Indicator
	xs:boolean
	0..1
	No default
	

	Group Request Target Members
	list of xs:anyURI
	0..1
	No default
	

	Group Somecast Target Number
	xs:positiveInteger
	0..1
	No default
	

	Authorization Signature Indicator
	xs:boolean
	0..1
	No default
	

	Authorization Signatures
	m2m:signatureList
	0..1
	No default
	See clause 6.3.3

	Authorization Relationship Indicator
	xs:boolean
	0..1
	No default
	

	Semantic Query Indicator
	xs:boolean
	0..1
	No default
	Semantic Query Indicator

	Ontology Mapping Resources
	m2m:listOfM2MID
	0..1
	No default
	

	Release Version Indicator
	m2m:releaseVersion
	1
	No default
	This parameter is set to the release version that the primitive complies with

	Vendor Information
	xs:string
	0..1
	No default
	This parameter is used to convey vendor specific information. No procedures are defined

	Primitive Profile Identifier
	xs:anyURI
	0..1
	No default
	This parameter is used to indicate the resource identifier of a <primitiveProfile> resource applicable to this request and its response.  See clause 7.4.72.

	M2M Service User
	m2m:ID
	0..1
	No default
	This parameter is configured with a M2M-User-ID to indicate the identity of a M2M Service User associated with the AE originating the request.

	ASD Handling Indicator
	m2m:asdMatchingCriteria
	0..1
	"Type" URI matching
	

	ASD Target Limit
	xs:positiveInteger
	0..1
	unlimited
	

	ASD Subsequent Fan-out allowed
	xs:boolean
	0..1
	true
	

	ASD Multicast Allowed
	xs:boolean
	0..1
	true
	

	NOTE 1:
Default handling is the request handling procedure on a Transit/Hosting CSE when the request parameter is not included in a request primitive. This is not applicable for mandatory parameters which are marked as 'M' in
Table 7.2.1.1‑1.

NOTE 2:
The From parameter shall be present for all requests except for <AE> CREATE where it is optional.
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