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1.0 Title
Use cases of the Smart Home Service
2.0 Description
This document addresses use cases and fundamental requirements of the M2M based Smart home service. The smart home service can be defined in many ways. However the important aspect of the smart home service is that events for the service mainly occur inside of a house. Among a large number of different smart home services, this document includes the service scenario of the access control of houses, home safety, smart appliance, smart home energy and smart home entertainment. 
Thorough the system components and data flows demonstrated in the document, the further requirements for developing standards of the smart home service can be derived. 

3.0 The smart home platform architecture 
[image: EMB000004680d99]
[Fig 1] Smart home service Platform Architecture
Fig 1 depicts the overall architecture of Smart home system. The home gateway provides interface functionalities between Smart home devices and Smart home platform. There are two types of the home gateway; dedicated and hybrid gateway. The hybrid home gateway, such as smart TV, smart refrigerator acts as home gateway and Smart home devices. 
M2M based Smart home platform consists of main two parts; M2M platform and Smart home service modules. The M2M platform provides the generic M2M functionalities and Smart home service modules offer Smart home service logics. In this figure the Platform adaptor, Service platform and open API form the M2M platform. 
The Platform adaptor provides session management and authentication for devices and transforms the other protocols to the protocol supported by the M2M platform. The transformation process may be done in the home gateway. 
The Service platform manages/manipulates the data from the devices and stores them to the database. 
The 3rd party applications which are located the outside of the Smart home platform can fetch the desirable data from the Smart home platform using open APIs. The portal provides device registration and service managements. 


General Requirement
The service requirements of the M2M based Smart home system include M2M service requirements. In this clause, the subset of M2M service requirements which is related to the specific to the Smart home service is discussed.

Data collection and report
The Smart home system shall allow the transmission of various size and data format from simple text data to video stream which are used in Smart home security. It also may be able to adjust the number of transmitted frames and the image size automatically according to the Network capacity and the device type.

Remote control
The Smart home system shall provide the functionalities which make Smart home applications be capable of managing the devices remotely. When controlling the devices remotely, it shall provide communication reliability using the reliable network protocols if necessary. 

Group management of the devices
The Smart home system shall provide functionalities to create and manage groups for the devices. The functionalities include creation and remove of a group and add, remove and search for group members. The devices of one group are applied with the same device profile.

Information reception
The Smart home system shall provide the following functionalities to receive information from Smart home devices or gateways.

- Receiving unsolicited information
- Receiving scheduled information
- Operating particular algorithms for retrieving information (e.g. round robin, random with given time window, round robin groups with random reply in given time window)

Management of the Smart home devices and gateways
The Smart home platform shall be capable of connecting directly to more than one Smart home devices and gateways for information collection and controlling. Through this, it can monitor the list of devices and gateways and configure type and name. Also, It shall transmit files to devices and provide firmware upgrade, software installation and execution and rollback. 

Smart home use cases
Smart home access control
Introduction
The Smart home authentication service is to perform the authentication process for registered users. For visitors, when home is set “away mode”, it sends visitors’ information such as image or video, to owner and receives owner’s feedback. For example, if a visitor is owner’s relative, the owner sends automatic open signal to M2M system and let him/her in. For supporting authentication service, M2M platform needs to offer the secure channel between devices and the platform. 
[image: EMB000004680d9a]
[Fig. 2] The Data flow for the Smart home Access Control Service

Components 
Service devices: The devices for Smart home user authentication include M2M devices which provide user registration functionality in advance such as door locks, IP cameras. For example, user can register his/her ID and password through the home display. 
The devices shall support wire or wireless connection and upload multimedia data. In addition, it shall provide the transmission of user’s query for authentication and receive the result of the query user sends from the M2M platform. 

Service applications: Applications shall implement the mechanisms for authenticating users and confirming visitors. In addition, they shall send results of queries to the M2M devices. The functionalities provided include user registration, event notification and remote control of the M2M devices. 

Use cases
Preconditions: Users shall be able to configure the in home away mode. To support the use cases presented here, M2M devices need to have an IP camera and a memory which has information users use to authenticate themselves, and a transfer part which can send the information to the Smart home platform. Users can register their information or belongs in advance to authenticate and they include the following
- Portable magnetic cards
- User’s biological information such as iris, finger prints
- User ID and password

User information can be registered and transmitted to the Smart home platform in advance and the information is compared when authenticating users. The Smart home devices shall transmit the data received from users or user’s belongs and receive the result of query from the Smart home platform. The functionalities of automatic door  open/close and alert to 3rd party are optional. 

User Authentication: Users access theM2M devices and perform the authentication process using their belongs or information. The M2M devices transmit the input data and request user authentication and perform the subsequent action according to results. 
If there are questionable situations (for example, three times failure of authentication) or entering attempts by visitors (Visitors may press the IP door bell), the M2M devices send video or images to the Smart home Platform, and other parties (such as security co.) dependent on the preconfigured profile. 
Fig 2 depicts the data flow when a visitor who is not registered wants to enter the house. In this scenario, the user sets “away” mode because he/she is out of the house(1). When a visitor presses a IP door bell which is equipped with a camera and M2M functionalities, the visitor’s image or video stream is sent to the smart home service devices such as user’s smart phone or tab(it depends on the configuration) through the smart home platform(4). With the image or video, the user can know who the visitor is and optionally user can open the door via the remote control.

M2M Platform requirement
· M2M Platform shall provide mechanisms to send images or video stream for authentication efficiently.

· M2M Platform shall provide mechanism to give confidentiality of sensitive messages such as user authentication information.

· The M2M system shall be integrated with the legacy home automation system in which the home display plays a role of the center gateway. 

Smart home Safety
Introduction
The Smart home Safety service removes or reduces potential hazards and ensures home safety by detecting fire, breaking and entering and gas leakage in real time. 

[image: EMB00001e744b0c] 
[Fig 3] The Data flow for the Smart home Safety Service

Components
Service devices: The Smart home safety devices can include infrared detectors, fire alarms, window breaking detectors, motion detectors and other sensors and provide detection and alarm of various events. Because these devices and sensors are easily exposed, they need to be protected from theft and destroy. For example, the fire alarms and sensors shall work after fire damage. Generally the Smart home devices and sensors need to be installed more than one inside houses. It is desirable if the size of the devices and sensors is small. The life cycle of battery is important thus the number of communication messages need to be controlled by battery consumption. 

Service applications: The Smart home Safety application shall be capable of interpreting information from the Smart home devices and sensors and performing the subsequence actions according to the interpretation. For example, the application sends the event information to the fire station when it receives information from the fire alarms. The event information can include the address, time, resident name, the telephone number and etc. When the detect sensors of breaking are set, the application can send the alarm to the police or security companies. 
However the Smart home safety application needs to implement the mechanisms which prevent from false alarms.

Use cases
Precondition: The Smart home safety devices and sensors need to register to the Smart home platform indicating the place it is installed, the alarm types and so on. 

Event occurrence: When alarms occur in the Smart home safety devices or sensors, the alarm information is transferred to the service application via the M2M platform. The Smart home safety application analyzes characteristics of the alarm and determine for what the alarm is (e.g. fire, breaking or gas leakage) Fig 6-2 explains one example of the Smart home Safety service. When the motion detector detects movements, it sends this event to the Smart home platform. The Smart home platform checks whether the “away” mode is set. If it is set, the Smart home platform gives commands to the IP camera to send the images or video streams inside of the house. The images or the video streams are forwarded to the Smart home service devices such as a smart phone or tab, the user who receives the images or video, can know if it is false alarm or not.

Subsequence process: The Smart home safety application performs the subsequence process after determining the characteristic of an alarm according profiles. For example, when the fire alarm is on, this event needs to be informed fire station without user’s confirmation since fire is very serious and urgent event. On contrast, a user’s confirmation is desirable with the event of motion detections. 

M2M Platform requirements
· The M2M system shall provide mechanisms to send images or video stream for authentication efficiently.

· Since most events related the home safety are critical, the M2M platform shall provide the reliable communication path and methods. The M2M system may configure the difference tolerance delays according to the message types and have alternative network path against the transmit failure.  

The Smart home appliances
Introduction
The Smart home appliance service provides user convenient via the M2M module equipped in the Smart refrigerator, smart oven, washing machine and other smart appliances. 

Components
Service devices: The Smart home appliance devices are smart appliances which deploy M2M modules with wire/wireless connection and processing ability such as smart refrigerators, vacuums, ovens and washing machines. 

Service applications: The Smart home appliance application shall provide various services according to the service profiles.

Use cases
Precondition: The Smart home appliance devices shall be registered in the Smart home platform in advance. The Smart home platform has various profiles of appliances to provide the Smart home appliance functionalities. 

Remote information display: User can access the status information of the appliances remotely using the Smart service devices such as smart phones and smart tabs. In Fig 3, the service scenario numbered with 1.X depicts the service flow of this remote information display.
The detail is following. A user can read the current status of the home appliance such as on/off status, temperature of air conditioner through the smart service devices. 

Remote control: Users can control the appliances remotely. In Fig 3, the service scenario numbered with 2.X explains the data flow of the remote control service. 

Remote profile update: Users can update the appliance’s profile remotely. In Fig 6-3, the service scenario numbered with 3.X depicts the data flow of the remote update service. 
The detail of use case is following. A user wants to start the washing machine remotely using the Smart home appliance service. A user wants to apply the laundry course for wool clothes but he/she finds out that his washing machine does not have this course. Thus he searches for the course and uploads the new course profile remotely. After a few minutes work, he can start laundry from the remote place. 
[image: EMB000004680d9c]
[Fig. 4] The data flow of the Smart home appliance service

The M2M platform requirements
■ The Smart home appliance service shall support various profiles with various functionalities since it includes the appliances equipped with M2M functionalities such as refrigerators, smart TVs, ovens, micro waves and so on. 


6.4 Smart home Energy
 Introduction
The Smart home energy integrates the Smart home service with the Smart Grid Service. The scope of the Smart home energy is electricity measurement for the devices which are used inside of houses and management and manipulation of data from the Smart Grid interfaces. The Smart home Energy provides power cut off, electricity usage display and remote monitoring using information from the vendors thorough the Smart Grid services such as peak time information.
 [image: EMB000004680d9d]
[Fig. 5] The data flow of the Smart home energy service

Components
Service devices: The Smart home energy devices shall deploy Smart metering devices valves They shall be connected thorough wire/wireless network and provide M2M functionalities. The smart metering devices transfer data to the Smart home platform through the gateway. The Smart home energy devices need to be control remotely by receiving the control commands from the Smart home Platform. 

Service applications: The Smart home energy application monitors the current electricity usage within home and provides demand response services by interfacing with the Smart Grid service.

Use cases
Precondition: The Smart home energy devices shall be registered to the Smart home platform and o the smart metering devices need to be installed. 
The Smart home energy system needs to provide interfaces to the Smart grid service.

Energy Monitoring: The Smart home system gathers energy consumption of each registered device periodically.

Demand response service: Fig 5 depicts the use case of the Smart home energy integrated with the Smart Grid service. The system receives the information from the Smart Grid service that this is the peak time duration and the energy price becomes higher. The system sends this information to the a user and asks if he/she wants to change to “ power saving mode”. If he/she chooses yes, the Smart home energy service turns off lights and lowers the temperature according to the predefined profiles.

M2M Platform Requirements
■ The M2M system shall support the mechanisms to specify the delay tolerance of data

■ The M2M system shall support time synchronization of M2M devices and gateways. 

■ The M2M system shall be able to make devices or device groups for periodic reporting with specific parameters. 

 Smart home Entertainment use cases
Introduction
Smart home entertainment service can be provided in a fully equipped smart home by integrating multi-room home entertainment systems. Audio and video can be integrated with the PC, Notebook, CD player, DVD player and other portable players so that user can access music and video in convenient and integrated manner.  


[image: EMB000004680d9e]
[Fig. 6] The data flow of the Smart home entertainment service

Components
Service devices: Smart home entertainment devices shall provide wire/wireless connection and provides the mechanisms to upload multimedia files to the Smart home entertainment system. 

Service applications: The Smart home entertainment application determines a media file type, file size and transmission rate depending on the Smart home entertainment devices. For example, to a device which supports only audio, the Smart home entertainment application transmits only audio files since it cannot play the video files. The Smart home entertainment service can be expanded with u-Heath services. With u-Heath services, the biorhythm, health status or activity (exercise, study or  watching TV) of a user can be evaluated and according to the information, the smart home entertainment service selects or recommends the music and video automatically.


Use case
Precondition: The Smart home entertainment devices shall provide wire/wireless connection and be registered by the module which provides M2M functionalities. The Smart home system shall provide the integrated services by grouping the Smart home entertainment devices and maintain the capability list of each entertainment devices to provide proper service. 

Registering multimedia files: A user needs to register multimedia files he wants to use through the Smart home entertainment service. He can upload via the devices which provides file upload or downloads through the Internet service. 

Multimedia integrated service: Fig 6 explains the scenario of the integrated and seamless entertainment service. A user who watches movie using the home theater systems needs to go out. When he leaves home, he saves the present status and sends it to the Smart home Platform. When he is out, he accesses the Smart home entertainment service to watch the movie from the point he stopped using the smart phone. The Smart home entertainment system reads the device and network information and adjusts the size and frame rate. 

M2M Platform Requirements
■ The M2M system shall provide mechanism to transport multimedia data efficiently.

■ When transporting multimedia data to the service devices, the M2M system shall provide mechanism to adjust parameters such as the frame rate and image size according to the type of a service device.
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