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Introduction
The purpose of this contribution is to help members navigate the content related to architecture which has been contributed by  partners and is currently deposited into the pool.

The goal of this contribution is to provide the following information:

· Help members assess the level of advancement of M2M architecture contributed by type one partners
· Classify by logical functions the content submitted in the pool at the time of this contribution

· Indicate which partner is still working on which topic

· Give exposure to documents not written in English

The ATIS M2M focus group has produced a list of items presenting at a very high level the building blocks of an M2M architecture (ref to oneM2M-ARC-2012-0007R02). We recognize that this list is not exhaustive and complete but it can be used as a way to organize the information contributed by the partners.

Below is a table with the names for each ATIS building block in each row. The definition provided by ATIS is located after the table. 
All documents mentioned below should be available in the oneM2M pool directory  ftp://ftp.onem2m.org/Pool or in other directories on oneM2M.org

Overview of the pool’s content
Table nomenclature:

“Reqts”  means there is requirements related content in the pool
“Arch”  means there is architecture related content in the pool

“Prot”  means there is protocol related content in the pool

“No content” means that no related content has been contributed in the pool

“WIP” means the partner is working on the related topic

	Partner
	CCSA
	TIA


	TTA


	ETSI



	Subscription Information Handling
	Arch
	No Content
	Arch and WIP
	Reqts,Arch, Prot

	Device Management
	Arch
	Arch
	WIP
	Reqts,Arch, Prot

	Security
	Reqts, Arch
	?
	WIP
	Reqts,Arch, Prot

	Application and Device Registrations
	Arch and WIP
	Arch
	WIP
	Reqts,Arch, Prot

	Resource Management
	Arch and WIP
	Arch
	Arch and WIP
	Reqts,Arch, Prot

	Content push/pull Services
	Reqts
	Arch
	No content
	Reqts,Arch, Prot

	Store and Forward Messaging
	Arch and WIP
	Arch
	No content
	Reqts,Arch, Prot

	Protocol Translation (binding)
	No content
WIP: 2012-2517T-YD
	No Content 
	? (not certain)
	Reqts,Arch, Prot

	Subscribe/Notification
	Arch and WIP
	Arch and WIP
	No content
	Reqts,Arch, Prot

	Policy Framework
	No content
	No Content
	No content
	No content

	Location and Geo Fencing
	No content
	No Content
	Arch and WIP
	Reqts,Arch, Prot

	Groups Management
	WIP
	No Content
	Arch and WIP
	Reqts,Arch, Prot

	Device Triggering
	No content
	No Content 
	No content
	No content

	Access Control
	No content
	Arch
	WIP
	Reqts,Arch, Prot

	Data Processing and Storage
	WIP
	No Content
	WIP
	Reqts,Arch, Prot

	Consumption Statistics/records
	No content
	No Content
	No content
	Arch

	API Management
	No content
	Arch
	Arch
	Reqts,Arch, Prot


Detailed references

References for architecture related content when they exist are provided below.
The text describing the line items has been extracted from oneM2M-ARC-2012-0007R02.
Subscription Information Handling – On board new devices by creating new subscription in the common M2M service layer and network layer; activate/deactivate/suspend/resume network and service subscriptions.
CCSA
YDT 2399-2012 sect 5.1.7
WIP: 2012-2549T-YD (eUICC subscription provision) sect 5, 6 & 8.2.4
ETSI

Platform only
TTA

TTAK.KO-06.0168 section 6 – USN meta-data models

WIP: Consortium draft1.1- e-health system requirement description on the initialization procedure.:  WIP will be contributed 

TTA draft2.1- high level model of M2M interworking :  WIP will be contributed 2Q2013
Device Management – Manage all aspects of the devices including configuration, firmware upgrades, application lifecycle management, device lock and wipe 
CCSA

YDT 2399-2012 sect 4 & 5
WIP: 2012B93 sect 5, 7 & 9.2
TIA

TIA-4940-020 M2M-Smart Device Communications; Protocol Aspects (Section 6 Security Commands.)

TIA TSB-4940 Smart Device Communications; Security Aspect
TTA

Consortium draft1.2- smart home use case:  WIP will be contributed

Consortium draft1.1- e-health system requirement description on the remote management of the devices: WIP will be contributed

TTA draft2.3-M2M device registration and discovery:  WIP will be contributed 2Q2013

ETSI
TS 103 092 (OMA DM compliant model), 2) TS 103 093 (BBF TR069 compliant model)
ETSI TS 102 690 Sect 5 & 9, annex B & E

ETSI TS 102 921 Sect 10, Annex E

ETSI TS 101 603 Sect 4.9
Security – generate relevant key material for secure communications; Authenticate devices before they can register and modify resources. Prevent unauthorized entities from sending IP packets to the devices. Provide a secure connection to the device
CCSA

YDT 2399-2012 Sect 4.4, 5.2
ETSI
102690 Sect 5.2.6, 5.4.6, 8

TTA
Consortium draft1.2- smart home use case:  WIP will be contributed
Application and Device Registrations – Application and devices will be able to register with the service layer entity for various services. Registration will involve authentication or verification of credentials and creation or allocation of resources within the server and the database. A profile with the capabilities of the device and the type of services allowed for the applications are created.
CCSA

YDT 2399-2012 sect 4.3.1, Annex B, G (device reg); Annex H (app reg)
2012-0336T-YD sect 6, 9 (req.)

WIP: 2012B93 sect 9.1 (device reg)
WIP: 2012B93 sect 9.3 (app reg)
TIA

TIA-4940-005 Smart Device Communications; Reference Architecture 

TIA-4940-020 (Section 5 Basic Commands and Section 6 Security Commands)
TTA


TTA draft2.1- high level model of M2M interworking :  WIP will be contributed 2Q2013

TTA draft2.4-requirements of P2P:  WIP will be contributed 2Q2013
ETSI

102690 Sect 7.3

Appl Reg sect 9 & 9.3.2.8.2
Device Reg 8 & 9
Resource Management – Applications and devices will be able to create, update, and delete resource objects containing various attributes in the service layer. Entities will be able to discover resources.
CCSA

2012-0336T-YD sect 9, 11 (req.)

YDB 064-2011 sect 6.1, 9.1
WIP: 2012B93 sect 9.1, 9.2, 9.8 (most related to the concept of resource management defined below)
TIA

TIA-4940-005 (General)

TIA-4940-020 (Section 5 Basic Commands)
TTA

TTAK.KO-06.0282 section5.3

TTAK.KO-06.0167 section 4,5,6 - directory service requirement & interface specification for managing metadata of USN resources 

TTAK.KO-06.0168 section 5 – USN resource identifiers requirements

TTA draft2.1- high level model of M2M interworking :  WIP will be contributed 2Q2013
ETSI

102690 Sect 9
Content push/pull Services – Provide API for applications to perform unicast and multicast data push to specified devices within the specified time window. Push may be result of a notification that is triggered as a result of modification of a resource. Provide API for applications to pull data from one or more devices within the specified time window or specified periodicity or other policies that have been established.
CCSA

No content
(note: requirement addressed in 2012-0336T-YD sect 5.4.4, YDB 064-2011 sect 5.2.3 and YDB 100-2012 sect 4.4.1)
TIA

TIA-4940-020 (new Section 5)

TIA-4940-050 M2M-Smart Device Communications; Capabilities (will include “Push and Pull”)  - Work in progress
TTA

ETSI

102690 Sect 9
Store and Forward Messaging – Applications may request messages to be sent to one or more devices that may not be registered with the network at that time. In this case the communications management entity shall store and aggregate the messages and forward them to the devices at a later time when the devices wake up.
CCSA

YDT 2399-2012 sect 3.2, 3.3, 4.3, 4.4.3.1.3.3, 5.1, Annex E)
WIP: 2012B93 sect 4, 7, 9.7
TIA

Only high-level description.
TTA

ETSI

102690 Sect 9.1.1
Protocol Translation – Translate protocols between application and device as needed. For example, applications may use HTTP while devices may use Constrained Application Protocol (CoAP) or Zigbee SE 2.0 protocol.
CCSA

No content
(note: requirement addressed in 2012-0336T-YD, YDB 064-2011 and YDB 100-2012)
WIP: 2012-2517T-YD
TIA

No Content (Assumed to be Protocol agnostic.)
TTA

TTA draft2.5- UM3 protocols :  WIP will be contributed 4Q2013 (?)
ETSI

102921 Sect binding
Subscribe/Notification – Application and devices should be able to subscribe to receive notifications upon certain events or when certain resources are updated. Events may be specified as rules on certain resource data.
CCSA

YDT 2399-2012 sect 5.1.5
WIP: 2012B93 sect 4, 7, 9.7 (“subscribe / notification” is considered as part of “store and forward” in this TR)
TIA

TIA-4940-020 (Section 5).

TIA-4940-050 – work in progress; 
TTA

ETSI

102690 Sect 9
Policy Framework – Framework to establish and incorporate in the session orchestration, data aggregation and storage, the network provider and application provider policies. Examples include incorporating a location tag or time stamp on all data, policy restricting sessions only to certain hours of the day.
No content
Location and Geo Fencing – Provide device and network based location and location related services such as creating a geo-fence or identifying a group of devices within a region or adding a location tag to the device data
ETSI

102690 Sect 9 and 9.3.2.13
TTA

TTAK.KO-06.0170 section 4.6.2 – USN service platform requirements for providing WIPe-area application service deployment 

TTA draft2.2- M2M specific functional requirements :  WIP will be contributed 2Q2013
Groups Management – Framework for creation of groups by specifying the members of the group through one of the identifiers of the device, adding additional members or removing members; setting group attributes
CCSA

WIP: 2012B93 sect 4, 7, 9.8
TIA

No Content
TTA

TTAK.KO 06.0283 section4,section5 – this document is for “USN resource community” which implies the groups-management of resources.

Consortium draft1.2- smart home use case:  WIP will be contributed

TTA draft2.2- M2M specific functional requirements :  WIP will be contributed 2Q2013
ETSI

102690 Sect 9
Device Triggering – Provide the capability to trigger the device to register with the network and an application through a secondary means such as an SMS. Provide information about the status of the device in the network.
No content
Access Control – Control the access to the data collected from the devices based on access restrictions specified by applications in terms which users or devices can access what resources.
TIA

TIA-4940-020 (Section 5).

ETSI

By means of the association of proper access right resources (102690 section 9).
TTA

Consortium draft1.2- smart home use case:  WIP will be contributed

Data Processing and Storage – Provide temporary and permanent storage for data collected from devices. Process queries on data collected. Provide threshold and expression rules setting and execution on the various data collected from the devices. Notifications could be triggered based on the outcome of the rules testing.
CCSA

WIP: 2012B93 sect 4, 7, 9.7
ETSI

102690 Sect 9

related to the container entity, its ability of historize container instances. Than it uses notifications.

ETSI M2M has also a basic search mechanism based on search strings and some basic expressions (Date/time, number of instances, etc) but is not so sophisticated. We discussed heavily in ETSI M2M in the past but we linked the design of more sophisticated mechanism to the development of semantic aspects.

TTA 

Consortium draft1.1- e-health system requirement description on the pre-definition of the alarm level: WIP will be contributed


Consortium draft1.3- Fleet management use case:  WIP will be contributed
Consumption Statistics/records – Process queries regarding the usage of network resources by a device or a group of devices for billing reconciliation.
ETSI yes but section ?
API Management – Manage API usage, such as authentication and authorization of calls to APIs provided.
CCSA

No content

TIA

TIA-4940-020 (Section 6).

ETSI

The function is included.

On mId (D/G <->Network) is fully developed

On dIa and mIa is a function that is explicitly requested, but that left for implementation in the initial phase under the following rationale

-          For dIa in mainly an internal device (or an area network aspect in case of D’)

-          On mIa is a service provider application issue

There are clearly intention in some company to develop further this part
 TTA


TTAK.KO-06.0282 section6.3, 7.2.2, 7.2.4 -
The section describes the requirements on Web-based open APIs, Semantic open APIs service, and Semantic query processing.
Reference documents

The contributors felt a translation of the table of content of the key documents not written in English would be helpful to put the referenced sections in context. Google Translate was used to produce the tables below.

CCSA Document References
2012-0336T-YD Requirement Document

General Requirements on WAN Based Remote Measurement and Control Applications for Intelligent Agriculture
Introduction     .....     ......    ....... III

Normative references ........     ......     ...... ......... 4 
Abbreviations    .....     ......      
4 Terms and definitions ..     ......     ......   . 
5 business definition   ..     ......     ...... ..... 5

5.1 Overview     ...     ......    ....... 5

5.2 Operational characteristics     ..     ......     5

5.3 The scope of business     ..     ......     5

5.3.1 business operations side    ..........     ......   .. 5

5.3.2 Business users          ......   ..... 5

5.3.3      range of services     ......   ..... 6

5.4 business segments     ..     ......     6

5.4.1 Data Acquisition class business    .........     ......  ...... 6

5.4.2 Data View class business    .........     ......  ...... 6

Video monitoring class business    ......... 5.4.3.     ......  ...... 6

Information exchanges class business    ......... 5.4.4.     ......  ...... 6

Alarm class business    .......... 5.4.5.     ......   .. 6

5.4.6 Remote Control class business    .........     ......  ...... 6

5.4.7. Linkage control class business    .........     ......  ...... 7

5.4.8 Device Manager class business    .........     ......  ...... 7

5.4.9 extended class business    ..........     ......   .. 7

Application Architecture     ....     ......   ......... 7

6.1 System Architecture     ..     ......     7

6.1.1 Field network domain    ..........     ......   .. 8

6.1.2 remote business domain    ..........     ......   .. 9

6.2 functional entities     ..     ......     9

6.2.1 smart agriculture remote monitoring and control gateway    .......     ...... ....... 9

6.2.2. Sensor nodes    ..........     ......   .... 10

6.2.3 Application layer    ..........     ......    10

6.3 Interface Definition     ..     ......   ......... 11

6.3.1 of Things terminal sensor nodes interface    ....     .. 11

6.3.2 The interface between the sensor nodes and smart agriculture remote monitoring and control gateway    .   ....... 11

6.3.3. Intelligent agriculture remote monitoring and control gateway service adaptation module interface    .   ... 11

6.3.4 within the application layer interface    .........     ......  .... 11

6.3.5. Third-party applications and the ability to open the gateway interface    ....    ......... 12

Perceptual extending layer requirements     .     ......  ...... 12

7.1 overall requirements     ..     ......   ......... 12

7.2 Technical requirements     ..     ......   ......... 12 

7.2.1. Gateway requirements    ..........     ......   .... 12

7.2.2 sensing node requirements    .........     ......  ........ 12

7.2.3 Sensor category    ..........     ......  ... 12

7.2.4 Actuator categories    .........     ......  .... 13

8 network layer requirements          ......   ... 13

8.1 overall requirements     ..     ......   ......... 13

8.2 Technical requirements     ..     ......   ......... 13

Application layer requirements     .     ......   ...... 13

9.1 overall requirements     ..     ......   ......... 13

9.2 Technical requirements     ..     ......   ......... 14

9.2.1 service adaptation module requires    ........     ......  . 14

9.2.2 The business logic module    ..........     ......  ....... 14

9.2.3 Management logic module    ..........     ......  ....... 14

9.2.4. Ability to open module    ..........     ......  ....... 14

9.2.5 business application layer requirements    .........     ......  .... 14

9.2.6 Other requirements          ......   ... 15

10 security requirements     ..     ......   ..... 15

10.1 Equipment safety requirements     .     ......   .. 15

10.2 network security requirements     .     ......   .. 15

10.3 The business of security requirements     .     ......   .. 15

10.4 Information security requirements     .     ......   .. 15

10.5 user privacy security     .     ......   .. 16

YDT 2399-2012, Arch doc, Table of content
Range             .. 1

2. terminology, definitions and abbreviations ....        .        . ...... 1

2.1 terms, definitions       ...        .     .. 1

2.2 Abbreviations       ....        .      .. 1

3. Agreement Overview       ....        .     ..... 1

4.

3.1 General Overview       ....        .     ..... 1

Between 

3.2 of M2M terminal equipment with M2M platform communication protocol      ..     .... 

2 Communication protocol between 3.3 M2M platform and M2M applications      ...      ...      .... 3

3.4. M2M application communication protocol stack       .        .   . 3

M2M terminal devices with M2M platform agreement              ... 3

4.1 protocol packets description       ..        .    ...... 3

4.1.1 protocol packet structure               .     3

4.1.2 Packet Classification       .        .      5

4.1.3 message TLV the package with jumbograms of split     ......       .. 5

4.1.4 the packet byte order      .....        .   ..... 5

4.2 The basic principles of the protocol interaction       ..        .   ..... 5

4.2.1 long connection and short connection      ......        .   .... 6

4.2.2 synchronous interaction and asynchronous interaction      ......        .  ... 6

4.3 protocol functions and their interactions       .        .   ...... 6

4.3.1 Registered terminal equipment       .        .   ...... 6

Login 4.3.2. Terminal equipment       .        .   .... 13

4.3.3 the terminal equipment Logout               .   ..... 15

Connection detection       .. 4.3.4.        .    .... 15

4.3.5. Terminal information reported       .        .   .... 15

4.3.6. Terminal information query       .        .   .... 16

4.3.7. Remote control       ..        .    .... 16
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4.3.10. The safety parameter settings       .        .   .... 24
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4.4.4 Local manual removal interactive data terminal equipment platform security settings     ......  ...... 43
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5.

Agreement between the M2M platform and M2M applications       .         45
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5.1.10. Safety parameter settings       .        .   .... 52

5.1.11. Terminal device parameter settings               .  .... 53

5.1.12. Terminal equipment reported information               .  .... 54

5.1.13 The basic key expired notice      ......        .  ..... 55
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