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1
Scope

The present document lists the oneM2M Technical Specifications and describes the new functionalities that are part of oneM2M Release 2.
2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

ARIB
Association of Radio Industries and Business

ATIS
Alliance for Telecommunications Industry Solutions
CCSA
China Communications Standards Association

ETSI 
European Telecommunications Standards Institute

TIA
Telecommunications Industry Association

TSDSI
Telecommunications Standards Development Society, India

TTA 
Telecommunications Technology Association 

TTC
Telecommunications Technology Committee
3
Conventions, 

The key words “Shall”, ”Shall not”, “May”, ”Need not”, “Should”, ”Should not” in this document are to be interpreted as described in the oneM2M Drafting Rules [i.1]
4
Release Description
<Text>

4.1 Inherited Functionalities
HTTP Protocol Binding: This binding allows oneM2M compliant devices/gateways/servers to communicate each other using the oneM2M APIs over the HTTP 1.1 protocol.

CoAP Protocol Binding: This binding allows oneM2M compliant devices/gateways/servers to communicate each other using the oneM2M APIs over the CoAP 1.0 protocol.

MQTT Protocol Binding: This binding allows oneM2M compliant devices/gateways/servers to communicate each other using the oneM2M APIs over the MQTT 3.1.1 protocol.
Editor’s Note: This section to be filled in.
4.2 Key additional Functionalities
4.2.1.
Industrial domain enablement
Industrial Domain Enablement: The work in Industrial Domain enables the update of traditional manufacturing system with oneM2M technologies such as improving efficiency and productivity by applying data collection policies and sharing data through oneM2M platform. By introducing requirements from industrial scenarios, functionalities are studied to identify technical works for enhancing future oneM2M specifications for more vertical domains.
4.2.2.
Semantic interoperability
Abstraction & Semantics Capability Enablement: This feature allows to add semantic information to oneM2M Applications and data. It allows to discover oneM2M entities based on their specific semantic meaning. Additionally, the feature allows to model in oneM2M real-world things and the relationships among them.

4.2.3.
Dynamic authorizations and end to end security
Authorization Architecture and Access Control Policy: This work is about investigating distributed authorization architecture that allows authorization components to be distributed in different CSEs, implementing role-based access control and integrating user-defined access control mechanisms or policy languages.
Dynamic Authorization for IoT: IoT scenarios involving many-to-many interactions between unpredictable, fast-evolving sets of devices. Release 1 authorization is based on configuring access control policies, which may be difficult to manage in these scenarios. This work investigates alternative authorization schemes to support these scenarios,
End-to-End Security and Group Authentication: This feature allows to protect security and privacy of securing messages which tranverse multiple hops in order that end entities are assured that the messages have not been altered or eavesdropped by un-authorized entities and reduce the overload of oneM2M Server.
Secure Environment Abstraction: This feature enables Application Entities and Common Service Entities to access and use sensitive functions and data hosted within the secure environment in a convient way via a dedicated API and independent of the technical implementation of the secure environment.
4.2.4.
oneM2M as generic interworking framework
3GPP Rel13 Interworking: This feature specifies interworking between oneM2M System and 3GPP Rel-13 Service Capability Exposure architecture defined in 3GPP TS 23.682. Different deployment scenarios are considered; such as the Service Capability Exposure Function (SCEF) hosted by the Mobile Network Operator (MNO) vs. when it is hosted by the M2M Service Provider or hosted by a 3rd party service provider.
Generic Interworking with Area Networks: This feature allows to semi-automatically create oneM2M Interworking Proxy Entities for interworking with datamodels of non-oneM2M Area Network technologies. It enables third parties to specify such datamodels with ontologies on the basis of a oneM2M Base Ontology.

LWM2M Interworking: This feature allows LWM2M clients to communicate with oneM2M applications using their existing LWM2M objects or through a translation of LWM2M objects to their semantically equivalent oneM2M resources.
oneM2M and Alljoyn Interworking: oneM2M and AllJoyn systems have different but largely complementary connectivity scope and features in the IoT domain. This feature supports interworking between oneM2M entities in an hierarchically organized overlay network and AllJoyn services provided or consumed in a peer-to-peer fashion in proximal networks. Such interworking enables synergies by supporting mutual  exposure and consumption of services between AllJoyn applications and oneM2M entities.
4.2.5.
Application developer APIs and guidelines

Application developer guide: The work proposes a guideline for application developers, consisting of some simple examples showing how to map it into an oneM2M service platform.  It describes for basic use cases, some procedures and scenarios, including diagrams, message flows, message traces samples, and resource description samples.
App-ID clarification: The oneM2M App-ID Registry was launched to assign and manage App-ID. The Registry enables users to query the characteristics of M2M Application. Developers can register their applications to get a unique registered App-ID. 
4.2.6.
Home domain enablement
Home Domain Enablement: This work is about examining advanced features which oneM2M system could support for home domain enablement. It facilitates the implementation of oneM2M system for smart home ecosystem by providing oneM2M defined information model for home appliances.

4.2.7.  Functional enhancements and additional Protocol binding

Action triggering: This feature enables event based operation triggering in oneM2M Common Service Entities (CSEs). By M2M application predefined policies and conditions, the feature can trigger operations to M2M devices by switching the state of the resources in oneM2M.
Efficient Communications: This feature enhances the oneM2M system to use more efficient communications of M2M Devices and Applications on Underlying Networks, with the particular goal of trying to avoid unnecessary overhead and load to the Underlying Networks. It will take advantage of mechanisms provided by the underlying network to be more efficient as well as enhance oneM2M system-internal mechanisms to make communications among oneM2M entities more resource efficient.
Enhancement of group operation: The feature is the enhancement of group functionality in oneM2M. Apart from fan out requests to multiple devices, group feature are optimized in multiple aspects such as access control, response converging etc.

Field Device Configuration: This new feature allows to configure  IoT Devices or gateway devices to be ready for starting to use M2M Service.  The configuration includes various information to request collecting M2M Application Data from those field domain devices.
Transaction: This feature allows the operations to multiple resources either all successful or none of them are successful. The feature guarantees that the switching of the state of multiple resources are consistent and within the pre-defined time frame. 

WebSocket Protocol Binding: WebSocket is a full-duplex and bidirectional communication protocol which runs over HTTP capable networks. This new protocol binding will provide a solution for contacting the Application Entity (AE) or Common Service Entity (CSE) which is located inside firewall/NAT.
Editor’s Note: This section shall be filled in by the Work Item Rapporteurs. 1 brief paragraph to be supplied per feature. 
4.3 Testing 
Testing Framework: This feature is about the methodology and framework of performing test of oneM2M. Including the architecture of conformance test and interoperability test as well as the definition, procedure etc. The framework is a guideline of the testing of oneM2M.

Interoperability Test: The work provides test descriptions to test the interoperability between different implementations of the oneM2M specification.

Conformance Test: The work about conformance test defines test suites and test purposes to test if the behaviour of the implementation follows the oneM2M specification and have the expected output as defined by the oneM2M standard.
4.4 Included Technical Specifications
TS-0002 
Requirements 
V2.x.y 

TS-0011 
Common Terminology 
V2.x.y 

TS-0001 
Functional Architecture 
V2.x.y 

TS-0007
Service Components
V2.x.y
TS-0014
LWM2M Interworking 
V2.x.y
TS-0004 
Service Layer Core Protocol 
V2.x.y
TS-0008 
CoAP Protocol Binding 
V2.x.y
TS-0009 
HTTP Protocol Binding 
V2.x.y
TS-0010 
MQTT Protocol Binding 
V2.x.y
TS-0003
Security solutions
V2.x.y 
TS-0016
Secure Environment Abstraction
V2.x.y
TS-0005
Management enablement (OMA)
V2.x.y
TS-0006
Management enablement (BBF)
V2.x.y
TS-0012
Base Ontology
V2.x.y 

TS-0013
Interoperability Testing

TS-0015
Testing Framework

TS-0017
Implementation Conformance Statements

TS-0018
Test Suite Structure and Test Purposes

TS-0019
Abstract Test Suite & implementation eXtra Information for Test

Editor’s Note: initial proposal FFS
Annex A:
Work Items related to oneM2M Release 2
WI-0005
Abstraction & Semantics Capability Enablement

WI-0011
Service Component Architecture

WI-0016
End-to-End Security and Group Authentication
WI-0017
Home Domain Enablement
WI-0018
oneM2M and Alljoyn Interworking
WI-0019
Dynamic Authorization for IoT
WI-0020
Service Layer API
WI-0021 
Secure Environment Abstraction 

WI-0023
Authorization Architecture and Access Control Policy
WI-0024
LWM2M Interworking 

WI 0025
Generic Interworking with Area Networks 

WI-0026
Efficient Communications

WI-0028
Industrial Domain Enablement

WI-0029
App-ID Clarification

WI-0030
M2M Application & Field Domain Component Configuration

WI-0031
Optimized Group-based Operation

WI-0032
Conformance Test
WI-0033
Supporting Time Series Data
WI-0034
Study of re-usable service layer context and transaction enablement
WI-0035
Action Triggering

WI-0036
Update Security Analysis TR for Release 2
WI-0037
Interworking with 3GPP Rel-13 MTC feature
WI-0038
Maintenance of oneM2M Release 1
WI-0039
Release 2 Small Technical Enhancements
WI-0040
Development of Websocket Protocol binding

WI-0041
Enhancements to Subscription/Notification Framework
WI-00xx
Application developer guide
Editor’s Note: initial proposal FFS
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	History 

	V.0.1.0
	18 May 2015
	Initial draft

	V.0.2.0
	29 June 2015
	Draft to be completed

	V0.3.0
	23 July 2015
	Incorporated input from WI Rapporteurs and introduced list of  main R2 areas, as agreed by TP coord meeting at TP18 and updated the WI list accordingly. Added new approved WIs. Draft to be completed.

	V0.4.0
	23 July 2015
	Incorporated additional WI Rapporteur input.
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