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1
Title (Acronym)
Lightweight oneM2M Services 
2
Justification
oneM2M developers are asking for the lighter weight capabilities to host oneM2M enabled services and corresponding resources directly on IoT devices.  Developers are also asking for more end-to-end transparency in the oneM2M system to allow them to interact more directly with IoT devices (e.g. addressing resources hosted on lightweight devices) and in turn reduce complexity and increase performance of the overall system.   Developers often compare oneM2M to other technologies such as OCF and LWM2M.   These other technologies are based on the premise that the devices themselves can host their own local services and corresponding resources which can then be directly targeted and accessed by CRUD requests.  For example, an actuator device such as a door lock that hosts its own resources to lock and unlock the door.  
Currently, oneM2M offers two options for an IoT device to host its own services and corresponding resources:

Option #1 - IoT device can host both an ASN-CSE and an ASN-AE.  This option has proved to be challenging for some developers due to the overhead introduced by hosting an ASN-CSE on a resource constrained IoT device.  
Option #2 - The IoT device can host a ADN-AE or IPE.  This option requires mirroring of device resources into resources hosted on a remote CSE (e.g. <container> or <flexContainer> resources) elsewhere in the network (e.g. on a gateway or server).   Once mirrored, these remote resources in the CSE must then be kept synchronized with the local resources hosted by the device’s AE or IPE.   This mirroring and synchronization can introduce extra complexity and overhead for the devices and applications interacting with these devices. This mirroring can also increase the end-to-end-to-end latency for requests flowing to/form these devices.   Another shortcoming with this approach is currently, oneM2M AEs and IPEs are limited to receiving only NOTIFY requests from their Registrar CSE.  AEs and IPEs are not permitted to receive CREATE, RETRIEVE, UPDATE or DELETE requests from their Registrar CSE.  

In the eyes of some potential developers and adopters of oneM2M, these restrictions are viewed as significant limitations.    
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Intended Output
	Tick all the appropriate cases 


	

	√
	Change request(s) to existing Technical Specification(s)

	
	Change request(s) to existing Technical Reports(s)

	
	New Normative Technical Specifications(s)

	√
	New Permanent Technical Reports(s)

	
	New Temporary Technical Reports(s)
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Impact 
4.1
oneM2M Work Items

None
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Scope

This work item will first assess the current oneM2M architecture to identify shortcomings and inefficiencies which prevent developers from hosting oneM2M enabled services and corresponding resources directly on IoT devices.  The work item will look at options such as allowing AEs and IPEs to host their own oneM2M resources as well as streamlining ASN-CSE functionality.
The scope of the proposed work item may include studying shortcomings and defining simplifications and/or optimizations and solutions for one or more of the following:

· Lighter weight subscription and notification mechanisms

· Lighter weight access control mechanisms

· Lighter weight addressing schemes

· Lighter weight oneM2M request and response primitives and message exchange

· Lighter weight resource discovery mechanisms

· Lighter weight registration procedures

· Request re-targeting capability from a CSE to AEs
As the work item progresses, additional optimizations may also be identified and included. 

The intent of these optimizations is to try and make them as generic as possible such that they can be made applicable to AEs, CSEs and IPEs using both Mca and Mcc reference points and can support existing CSFs.

The work is expected to involve mostly WG2 and WG3.  However, some collaboration with WG1, WG4 and WG5 is also expected.
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Schedule and impacted specifications
Provide the schedule of tasks to be performed;
	New Specifications (if any)

	Document
Type
	Document
Number*
	Title
	
Schedule (TP No.)
	Lead WG
	Impacted WGs
	Comments

	
	
	
	Start 


	Change Control 
	Freeze


	Approval


	
	
	

	TR
	TBD
	Lightweight Services
	TP 32
	
	TP 37
	TP 38
	WG2,WG3
	WG1, WG4, WG5
	


* Optional for first versions (i.e. before it will be assigned by the secretariat)

	CRs to existing specifications (if any)

	Impacted

TS/TR
	CR number (when known)
	Subject of the CR
	Approved at plenary#
	Impacted WGs
	Comments

	TS-0001
	
	Enhancements to TS-0001
	TP38
	WG2
	

	TS-0003
	
	Enhancements to TS-0003
	TP38
	WG4
	

	TS-0004
	
	Enhancements to TS-0004
	TP38
	WG3
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