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1
Title (abbreviation)
Enhanced Public Warning Service Enabler
2
Justification
The Public Warning Service allows public authorities to send warning alerts to individuals and things in the event of a disaster, such as an earthquake or tsunami. During oneM2M Release 4, some features for enabling Public Warning Service for IoT have been developed. The primary emphasis of Release 4 work was establishing defined Smart Device Template (SDT) data models based on Common Alerting Protocol (CAP), which is a standard message format for warning messages.  
However, the defined data models are not sufficient to enable fully interoperable service for the delivery of warning information to IoT devices. Therefore, enhancements in oneM2M specifications are needed. More specifically, the features described in the further paragraphs are needed to enhance the Public Warning Service enablement in oneM2M.

The CAP message may carry information regarding the target area of the warning using multiple area objects. However, the current SDT data model supports only single area information. Additionally, the CAP message may contain some custom fields that can be defined by the authority issuing the warning messages. This feature is currently not supported as well.
Warning messages with high urgency need to be delivered as quickly as possible, so that the IoT device can take an action prior to the occurrence of adverse effects from a disaster in the designated area. To promptly deliver a warning message to IoT devices, a one-to-many delivery approach such as multicast/broadcast should be used. The geographical location of target devices should also be considered when a warning message is delivered to the devices.
Furthermore, the capability to configure the behaviour of connected IoT devices based on the received warning message is needed. For example, for earthquake disaster, it can be configured for what earthquake intenisity values a smart gas valve should be closed upon receiving a warning messages, and for what intensity values the smart gas valve should not take any action.
3
Intended Output
	Tick all the appropriate cases 


	

	O
	Change request(s) to existing Technical Specification(s)

	
	Change request(s) to existing Technical Reports(s)

	
	New Normative Technical Specifications(s)

	
	New Permanent Technical Reports(s)

	
	New Temporary Technical Reports(s)


4
Impact 
4.1oneM2M Work Items

None
5
Scope

The following objectives should be covered within the normative scope of the Work Item:

· Interoperability with standard warning message data formats such as CAP
.

· Prioritized handling of warning messages over other messages in the oneM2M Service Layer.

· Efficient delivery of warning messages to the large number of IoT devices.

· Configuration of the behaviour of IoT devices when they receive a warning message.

6
Schedule and impacted specifications
Provide the schedule of tasks to be performed;
	New Specifications (if any)

	Document
Type
	Document
Number*
	Title
	
Schedule (TP No.)
	Lead WG
	Impacted WGs
	Comments

	
	
	
	Start 


	Change Control 
	Freeze


	Approval


	
	
	

	TS/
TR
	
	
	
	
	
	
	
	
	

	TS/
TR
	
	
	
	
	
	
	
	
	


* The first versions will be assigned by the secretariat (WPM Secretary)
	CRs to existing specifications (if any)

	Impacted
TS/TR
	
	Subject of the CR
	Approved at plenary#
	Impacted WGs
	Comments

	TS
	TS-0001
	Functional Architecture
	TP#62
	WG2
	

	TS
	TS-0004
	Service Layer Core Protocol
	TP#62
	WG2
	

	TS
	TS-0037
	IoT Public Warning Service Enablement
	TP#62
	WG1, WG2
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Work Item Rapporteur(s)

TaeHyun Kim, SyncTechno Inc., thyun@synctechno.com
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History

	Document history

	V0.0.1
	2023-04-17
	Initial proposal at TP#59

	
	2023-04-18
	Uploaded as a permanent document following agreement of TP-2023-0031R01
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