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1
Scope

This specification describes the M2M Services provided by the oneM2M Services Platform,  the integration and interworking of the M2M Services functional architecture of the oneM2M Services Platform and informatively illustrates the use of the M2M Services within the context of complex business services.

2
References

References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references,only the cited version applies. For non-specific references, the latest version of the referenced document (including any amendments) applies.

2.1
Normative references

The following referenced documents are necessary for the application of the present document.

[1]
oneM2M TS-0002: “oneM2M Requirements; oneM2M-TS-0002-V-0.6.2”
[2]
oneM2M TS-0001: “oneM2M Functional Architecture”

[3]
W3C WD-wsdl20-patterns-20040326:”Web Services Description Language (WSDL) Version 2.0 Part 2: Message Exchange Patterns.”

[4]
 OASIS soa-rm: "Reference Model for Service Oriented Architecture 1.0"

2.2
Informative references
The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
[i.1]
oneM2M Drafting Rules  (http://member.onem2m.org/Static_pages/Others/Rules_Pages/oneM2M-Drafting-Rules-V1_0.doc)
3
Definitions, symbols, abbreviations and acronyms
Delete from the above heading the word(s) which is/are not applicable.
3.1
Definitions

For the purposes of the present document, the terms and definitions apply:

Business Service: A Service that creates added-value to an organization and is relevant to the business process of the organization that consumes Services from the M2M Services Platform. Business Services are typically complex, orchestrated Services which consume M2M Services among other Services. A Tiered Data Service is an example of a Business Service.

M2M Service: A Service that creates added-value to the providing M2M Service Platform and is consumed by one or more Business Services. The M2M Subscription Service is an example of a M2M Service.

M2M Service Registration: When a Service is deployed into a SOA environment; the SOA environment’s Service Registry is updated so that the Service can be accessed by other Services.
Service[4]: A mechanism to enable access to one or more Service Capabilities, where the access is provided using a prescribed interface and is exercised consistent with constraints and policies as specified by the service description..
Service Capability[4]: A real-world effect that a service provider is able to provide to a service consumer.

Service Cluster: A collection of distributed and related  Services that are gathered to solve a business problem.
Service Component: A entity of the M2M Services Architecture which may contain one or more M2M Services.
Service Execution Environment:  An Execution Environment is a logical entity that represents an environment capable of running Services.
Service Exposure Component: A Service Component that provides an enforcement point for specific oneM2M reference points (e.g. Mca, Mcn, Mcc’).

Service Registry: A component of an underlying SOA environment that maintains information about Services and provides facilities to publish and discover Services to entities that would utilize the Service.
3.2
Symbols

For the purposes of the present document, the symbols apply:

<symbol>
<Explanation>

<2nd symbol>
<2nd Explanation>

<3rd symbol>
<3rd Explanation>

3.3
Abbreviations

For the purposes of the present document, the following apply:
AE
Application Entity

BSS
Business Support System

CSE
Common Service Entity

ESB
Enterprise Service Bus

MEP
Message Exchange Pattern

M2M
Machine-to-Machine

M2M-Srv-ID
M2M Service Identifier

NMS
Network Management System

OSS
Operational Support System

SEE
Service Execution Environment

3.4
Acronyms

For the purposes of the present document, the following acronyms apply:

4
Conventions 

The key words “Shall”, ”Shall not”, “May”, ”Need not”, “Should”, ”Should not” in this document are to be interpreted as described in the oneM2M Drafting Rules [i.1]
5
M2M Services Architecture
This clause describes the architecture the  M2M Services within the context of the M2M Services Platform.
5.1
Introduction
The architecture of the M2M Service Platform as defined in the oneM2M Functional Architecture [2] includes a entity described as the Common Service Entity (CSE). The CSE comprises a set of service functions that common to the M2M environment and are exposed through the Mca and Mcc’ Reference Points. These Reference Points are described in the oneM2M Functional Architecture [2]. The M2M Service Architecture described in this specification is primarily suitable for the Infrastructure Domain where the CSE is viewed as a set of Service Components. 

The M2M Service Architecture augments the oneM2M Functional Architecture by specifying M2M Services provided to M2M Application and M2M Service Providers. 

These M2M Services are consumed by:

· AEs across the Mca reference point via the Service Exposure Component

· Other Infrastructure CSEs across the Mcc’ reference point via the Remote Service Exposure Component

· Other Service Components across the Msc reference point

These M2M Services utilize services of the :

· Underlying Network across the Mcn reference point via the Network Service Utilization Component
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Figure 5.1-2: oneM2M Services Architecture

The oneM2M Services architecture in Figure 5.1-2 comprises of the following entities:

1. Application Entity (AE): Defined by the oneM2M Functional Architecture [2], the Application Entity provides Application logic for the end-to-end M2M solutions. 
2. Common Services Entity (CSE):  Defined by the oneM2M Functional Architecture [2], a Common Services Entity comprises the set of "service functions" that are common to the M2M environments and specified by oneM2M.  For oneM2M Services, this definition of a CSE is a logical representation where “service functions” that are exposed through the Mca and Mcc’ reference points via the corresponding  Service Exposure and Remote Service Exposure Components and the Network Service Utilization Component utilizes services of the Underlying Network through the Mcn referent point. In addition Service Components consume and provide M2M Services with other Service Components. 
As a logical representation of loosely coupled Service Components, the CSE is entity that in itself is identifiable but not directly addressible. Instead the addressable entities are the corresponding Service Exposure Components of the reference points.
Editors note: Need to clarify that the Services are the addressable entities within a components; components are not directly addressable.
2.1 Service Exposure Component: The Service Exposure Component exposes services to AEs.

2.2 Network Service Utilization Component: The Network Service Utilization Component consumes services from the NSE.

2.3 Remote Service Exposure Component: The Remote Service Exposure connects Services from different M2M environments.

The Service Exposure, Network Service Utilization and Remote Service Exposure Components follow the CSE Public Domain Names convention described in section 6.5.1.2 of the Functional Architecture [2] but are extended as a sub-domain of the Infrastructure Node public domain name.
5.2
Reference Points
The M2M Service Architecture exposes M2M Services across the Mca, Mcn, Mcc’ and Msc reference points. The enhancement of the Mcc reference point to expose M2M Services is FFS.
5.2.1
Mca Reference Point

The Mca reference point is defined within the oneM2M Functional Architecture [2]. Additional protocol support is defined in this specification for other application protocols. In the M2M Service Architecture, when an AE uses a protocol across the Mca reference point that is not defined by oneM2M (e.g., XMPP, DDS, MQTT), the CSE passes through the payload and offers additional M2M  Services.   

Editors note: This description needs further clarification; specifically what does it mean to pass through the payload.

5.2.2
Msc Reference Point

The Msc reference point specifies set of interactions between the Service Capabilities of different Service Components. The realization of the interaction between the Services Capabilities is implementation specific.

Editor’s Note: There is a need to define a term for an interface which specifies a service definition but does not specify a the communication bindings of the stage 3 work.

5.2.2.1
 Message Exchange Patterns

Communication between M2M Service Components which pass over the Msc reference point utilizes a web services approach, e.g., Web Services Message Exchange Patterns (MEP) defined by WSDL[3]:

· In-Only
· Robust In-Only
· In-Out
· In-Optional-Out
· Out-Only
· Robust Out-Only
· Out-In

· Out-Optional-In
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Figure 5.2.2.1-1: Message Exchange Patterns
The MEP(s) utilized by a Service Capability is documented within the Service Capabilities Policy clause.

Note: A subset of the MEPs provided by a Service Capability would be exposed by the Service Exposure Component or the Remote Service Exposure Component.

5.2.2.2
 M2M Identifiers

5.2.2.2.1
 M2M Service Identifier (M2M-Srv-ID)
	Identifier
	Assigned by
	Assigned to
	Assigned during
	Lifetime
	Uniqueness
	Used during
	Remarks

	M2M Service Identifier
	M2M SP
	M2M Service
Note: Service Components contain multiple M2M Services; the M2M Service Identifier is assigned to each M2M Service in the Service Component.
	M2M Service  Registration.

This is the identifier from the Services Registry.
	Life of the M2M Service Registration.
	Global
	Message exchange between Service Components across the Msc and Mcc’.
Message exchange across the Mca.
	


Table 5.2.2.2.1-1 M2M Service Identifier
5.2.3
Mcc’ Reference Point

The Mcc’ reference point is defined within the oneM2M Functional Architecture [2].  The oneM2M Service Architecture utilizes communications over the Mcc’ reference point to construct a Service Cluster for service sharing and capacity expansion. A messaging exchange protocol (e.g., AMQP, XMPP, JMS) between two service execution environments (SEE)  (e.g., ESB, Apache Service Mix)  accommodates the SEEs with same and different ownership.
Note: The protocol used for communication between SEEs with different ownership may require additional security capabilities and is FFS.

5.2.4
Mcn Reference Point

The Mcn reference point is defined within the oneM2M Functional Architecture [2]. 
5.3
Configurations support by M2M Service Architecture
M2M Services exposed across the Mca, Mcn, Mcc’ and Msc reference are supported for Infrastructure Nodes as defined in the oneM2M Functional Architecture [2].
6
M2M Services

This clause describes the M2M Services provided by the M2M Services Platform.

7
M2M Service Components

This clause describes the M2M Service Components provided by the M2M Services Platform.

The following text is to be used when appropriate:

Proforma copyright release text block

This text box shall immediately follow after the heading of an element (i.e. clause or annex) containing a proforma or template which is intended to be copied by the user. Such an element shall always start on a new page.

Notwithstanding the provisions of the copyright clause related to the text of the present document, OneM2M grants that users of the present document may freely reproduce the <proformatype> proforma in this {clause|annex} so that it can be used for its intended purposes and may further publish the completed <proformatype>.

Annex A (Informative): Business Service A
A.1
Overview
This annex illustrates the usage of the services described in this technical specification for implementation of a Business Service.
A.2
Business Services

Annex X(Informative): oneM2M Service Capability Template
The Service Capability template is used as a specification that defines the contract between the consumer of the service capability and the producer of the service capability. The specification contract includes documenting the provided signature, constraints (pre-conditions, post-conditions, exceptions), policies and runtime expectations.
X.1
<serviceCapabilityName>
<Document introductory description of the service capability>

The <serviceCapabilityName> reflects the operational functionality provided by the Service Capability. oneM2M Service Capabilities are named using a construct [verb][noun][context] where the:
verb: Used to indicate what will happen to the noun
noun: Is the target of the noun
context: Is optional and further defines the service capability
X.1.1
Signature
	Parameter name
	Direction
	Optional
	Description

	Name of the parameter.
	IN, OUT, IN-OUT
	YES, NO
	Description of the parameter in the context of the service capability.


Table X.1.1-1 Service Capability Signature
X.1.2
Pre-conditions
<Document the pre-conditions that may only be valid to run provided some testable prior business rule check or other value to be changed is actually present and available for the service capability to act upon. Pre-conditions are documented that are in addition to that provided by the internal resource operations and procedures>

X.1.3
Service Interactions
<Document the detail procedure for <serviceCapabilityName>. The detail procedure for the service capabilty is written as an interaction diagram in a time order and step-by-step. The originator and what the originator carries out (a task, function, accessing to resources or other services) are defined in each step.
X.1.4
Post-Conditions
<Document the post-conditions of the <serviceCapabilityName>. If the service capability has no defined output that can be validated except a notification of success (or failure) to set a value in the target of the service capability, a testable post condition of the service capability is documented. Post-conditions are documented that are in addition to that provided by the internal resource operations and procedures.>

X.1.5
Exceptions
< Document the exception or error conditions that may be returned by the <serviceCapabilityName>. Exceptions are documented that are in addition to that provided by the internal resource operations and procedures.>

X.1.6
Policies for Use
Message Exchange Patterns : See section 5.2.2.1Message Exchange Patterns for allowable patterns
Transaction Pattern: 
· Creates Transaction: This service capability starts and completes a transaction
· Participation allowed: This service capability is able to participate in a transaction without violating the ongoing transaction’s properties (i.e. Atomicity, Consistency, Isolation, Durability)
· Participation not allowed: This service capability is unable to participate in a transaction
Maximum Response: The maximum time in milliseconds permitted to complete this service capability.
X.1.7
oneM2M Resource Interworking
<Document the  related oneM2M Resources operations to <serviceCapabilityName> here. Interworking rules are defined for each Resource operation. If there is no related internal resource, this resource list can be empty (e.g., the service capability is ‘sendTrigger’).>.
X.1.8
oneM2M Roles Association
<Document related oneM2M Roles to <serviceCapabilityName>>.
Annex Y(Informative): oneM2M Service Requirements

The primary motivation of this technical specification is to integrate oneM2M Service capabilities with existing M2M deployments without affecting that existing M2M solution’s underlying deployment framework and protocols. For example if an existing M2M solution uses a XMPP based framework to communicate between applications in the network and devices, then M2M Service capabilities are efficiently exposed to the XMPP based framework without requiring modifications to the existing M2M solution’s deployment framework or protocol. A secondary motivation for this technical specification is to offer M2M Service capabilities to M2M service provider’s who utilize service oriented architectural frameworks.
This annex defines requirements that have not been captured in the oneM2M Requirements [1]. 
	Requirement ID
	Description

	SCA-001
	The M2M System shall be capable of integrating oneM2M service capabilities with existing M2M deployments without affecting the existing M2M solution’s underlying deployment framework and protocols.

	SCA-002
	The M2M System shall be capable of offering oneM2M service capabilities to SOA architectural frameworks.
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