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1
Scope

This Technical Report examines how the release 1 oneM2M system can be used in the home vertical domain and includes a study of advanced features which the next oneM2M release(s) could support for this domain. 
To this end, a collection of new home domain use cases with potential requirements, including those provided by related PT2s, i.e., smart home related groups such as HGI and BBF, will be analysed to investigate if the release 1 oneM2M system needs to be enhanced in the architecture, security, semantics and management areas. The  missing requirements and the corresponding enhanced features derived though this process are detailed for the next oneM2M release(s) enablement of the  home vertical domain.

2
References


References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references, only the cited version applies. For non-specific references, the latest version of the referenced document (including any amendments) applies.

2.1
Normative references


The following referenced documents are necessary for the application of the present document.
Not applicable.

2.2
Informative references

The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
[i.1]

oneM2M TS0011, “Definitions and Acronyms” (http://member.onem2m.org/Application/documentapp/downloadLatestRevision/?docId=5309)
3
Definitions, symbols, abbreviations  and acronyms

3.1
Definitions


· 
· 
· 
For the purposes of the present document, the terms and definitions given in oneM2M TS0011, “Definitions and Acronyms” [i.1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in [i.1].






3.2
Symbols


For the purposes of the present document, the [following] symbols [given in ... and the following] apply:





3.3
Abbreviations



For the purposes of the present document, the [following] abbreviations [given in ... and the following] apply:





3.4
Acronyms



For the purposes of the present document, the [following] abbreviations [given in ... and the following] apply:





4
Conventions 

The key words “Shall”, ”Shall not”, “May”, ”Need not”, “Should”, ”Should not” in this document are to be interpreted as described in the oneM2M Drafting Rules [i.1]
5
Introduction to Home Domain Enablement
Editor’s Note: This section summarizes the specific characteristics and challenges presented by the Home Domain to M2M service platform specifications and implementation. It also provides a description of home domain and its relevance to M2M, i.e., how M2M is being applied in the home domain.
5.1
Home Domain Overview

Editor’s Note: This section provides details on the Home Domain goals and landscape.
<Text>

5.2
Overview of oneM2M Release 1 Enablement

Editor’s Note: This section contains high-level considerations on the way the basic functions may be enabled by release 1 specifications.

<Text>
6
Home Domain Use Cases
6.1
Use case for Device Pairing in Home Domain
6.1.1
Overview
6.1.1.1
Description
In home domain environments, there exist many kinds of home appliances such as air conditioner, refrigerator, smart plug, washing machine, lighting equipment, audio player, television, etc., that may be capable of M2M communication. 

In this use case it is proposed that under certain circumstances two physically distinct devices in the home domain are correlated to each other.

A refrigerator is a home appliance which is used for storing vegetable, meat, or perishable food such as milk, egg etc. In this use case the refrigerator can provide M2M services (e.g. indicate a shortness of milk) but does not monitor and report its own energy consumption. 

A smart plug is a home appliance used for measuring the consumed energy level of a connected home appliance. That is, if a smart plug is connected to a refrigerator, we can interpret that data generated from a smart plug in relation to the consumed energy level of the refrigerator. Therefore, we can conceptually regard the two physically separate devices as one device.

The physical relationship among the two devices (the smart plug is connected to the refrigerator) can be detected – either manually by the user or automatically by some non-oneM2M technology – through a smart device (e.g. smart phone and tablet device). This relationship is called “pairing” of the two devices. 

The smart device sends the information about the pairing relationship configuration to the home server.

In addition, it is supposed that the smart plug connected to the refrigerator is later disconnected from the refrigerator and then is connected to another home appliance such as a washing machine. In this situation, the data from smart plug are no more related to the refrigerator but are related to the washing machine.

The oneM2M System should support this kind of pairing relationship between physically separate home appliances. As the home appliance connected with the smart plug can dynamically be changed the oneM2M System needs to be able to dynamically change the pairing relationship between home appliances.
6.1.1.2
Source

· KETI
6.1.1.3
Actors

· Home appliances 

(include air conditioner, refrigerator, washing machine, smart plug, lightening equipment, etc.). Every home appliance needs to register its registration information with a home server.

· Home server 

is an oneM2M platform provided by a service provider in the infrastructure domain.

· A smart device 

(e.g. smart phone and tablet device) detects and configures the relationship between the smart plug and the refrigerator
6.1.1.4
Pre-condition

· A smart plug and a refrigerator are registered with a home server. In addition, the smart plug is connected to the refrigerator and reports the consumed energy level of the refrigerator to the home server.
6.1.1.5
Triggers

· None
6.1.1.6
Normal Flow

A smart device (e.g. smart phone and tablet device) detects and configures the relationship between the smart plug and the refrigerator. It sends the information about relationship configuration to the home server.

In this scenario, the configuration information includes the pairing information between the smart plug and the refrigerator and it implies that the smart plug is connected to the refrigerator and the data from the smart plug is related to the energy consumption of the refrigerator.

Receiving the configuration information, the home server checks its registered device list and makes a pairing/relationship between devices based on the configuration information.

Later, it is supposed that the refrigerator is pulled out of the smart plug and the smart plug is connected to different home appliance e.g. a washing machine. 

The smart device detects the new pairing relationship and sends this information to the home server.

The home server receives the updated relationship information and then changes the pairing relationship among its registered devices.
6.1.1.7
Post-conditions

· In the home server, the information about the pairing relationship between home appliances is reflected. 

· A smart home application can discover and use this kind of pairing information between devices.
6.1.1.8
High Level Illustration

The following figure illustrates that at time t1 the smart socket is connected to the refrigerator and then at time t2 the smart socket is disconnected from the refrigerator and connected to the washing machine. Home server manages the pairing information between home appliances.
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6.1.2
High Level Analysis
6.1.2.1
Functional Impacts

 SHAPE  \* MERGEFORMAT 



· In oneM2M configurations, the smart socket, the refrigerator, and the washing machine can be interpreted as ADN (Application Dedicated Node). The home server can be interpreted as IN (Infrastructure Node) and Smart device as IN-AE.

· For enabling this kind of service, first of all, each device needs to register its information with the server. (Registration)

· Using smart device, all the registered home appliances can be discovered. (Discovery)

· The smart device can make the pairing information between home appliances (Making Pairing information)

· The home server needs to store the pairing information in its registered device information. (Storing Pairing information)

· The home server needs to update the pairing information in its registered device information (Updating Pairing information)
6.1.2.2
High Level Information Flows


[image: image4]
· 001: ADN1,2,3, and IN-AE register its information with IN. ADN 1,2,3 send their generated data to the IN.
· 002: IN-AE discovers the registered device list from the IN.
· 003: The pairing information between ADN 1 and 2 can be represented in the IN-AE and the IN-AE send the pairing information as oneM2M message to the IN.

· 004: IN receives the pairing information message and stores the pairing information in its database i.e. oneM2M resource tree.

· 005: When the connection of the ADN2 is changed from ADN1 to ADN 3, IN-AE sends new pairing information as oneM2M message to the IN.

· 006: IN received new pairing information message and updates the pairing information in its database i.e. oneM2M resource tree.

Note: We assume that IN-AE can acquire the pairing information from ADNs1,2,3 through a mechanism that is out of scope of oneM2M.
6.1.3
Potential Requirements

· The oneM2M System shall support a semantic relation (“Is Paired To”) between two M2M Devices.

· The oneM2M System shall be able to store/update information about pairing between two M2M Devices as a relation (“Is Paired To”) between M2M Devices.

· The oneM2M System shall enable the creation and deletion of a semantic pairing relation (“Is Paired To”) between M2M Devices by M2M applications, subject to access rights.

· The oneM2M System shall be able to make information about pairing between M2M Devices available to M2M Applications.
6.X
Use Case X
Editor’s Note: Individual use cases go here. Sections 6.x.1.1 to 6.x.1.8 follow the same format as in the Use case TR. Section 6.x.1 Overview shall be a oneM2M architecture agnostic. 
6.X.1
Overview

6.X.1.1
Description

<Text>
6.X.1.2
Source

<Text>
6.X.1.3
Actors

<Text>
6.X.1.4
Pre-condition

<Text>
6.X.1.5
Triggers

<Text>
6.X.1.6
Normal Flow
<Text>
6.X.1.7
Post-conditions
<Text>
6.X.1.8
High Level Illustration
<Text>
6.X.2
High Level Analysis
Editor’s Note: This section provides a high level analysis on how oneM2M can be used to enable the proposed use case. It provides a mapping of oneM2M technology to the particular use case.
6.X.2.1
Functional Impacts

Editor’s Note: The functional impacts provide a first-cut analysis of the functionality affected by (or proposed by) the use case. It should describe the oneM2M entities (AND, ASN, …) and functions (discovery, registration, security …) proposed to implement [parts of] the use case. Where appropriate, functionality that is not available in oneM2M Rel-1 but is proposed to be standardized in a subsequent release should be indicated.
<Text>
6.X.2.2
High Level Information Flows

Editor’s Note: This section should contain flow diagram(s), illustrating the information flow among oneM2M entities to support the use case.

<Text>
6.X.3
Potential Requirements

Editor’s Note: List of potential requirements that are proposed to be supported by the oneM2M System beyond oneM2M Release 1 to support the functional impacts derived in 6.x.2.

<Text>


7
Overview of Potential Requirements

Editor’s Note: This section summarizes all potential requirements on the oneM2M System from sections 6.x.3 with editing and merging as needed. Potential requirements should not contain architectural considerations.
<Text>
8
Architecture Analysis
Editor’s Note: Identify and analyse potential requirements from section 7, relevant to architecture through joint work with WG2. Methodology is TBD.
<Text>
9
Security Analysis
Editor’s Note: Identify and analyse potential requirements from section 7, relevant to security through joint work with WG4. Methodology is TBD.
<Text>
10
Abstraction and Semantics Analysis
Editor’s Note: Identify and analyse potential requirements from section 7, relevant to Abstraction and Semantics through joint work with WG5. Methodology is TBD.
<Text>

11
Management Analysis
Editor’s Note: Identify and analyse potential requirements from section 7, relevant to Management Capability through joint work with WG5. Methodology is TBD.
<Text>
12
Conclusions

Editor’s Note: This section summarizes contents from each section and describes the usefulness and applicability of this Technical Report.
<Text>









Annex <A>:
Title of annex
<Text>

Annex <B>:
Title of annex
<Text>

B.1
First clause of the annex
<Text>

B.1.1
First subdivided clause of the annex
<Text>
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