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	At TP#18, BT proposed a new work item to introduce a Terms and Conditions Mark-up Language (TACML) that can be used to automatically process Privacy requirement for Informed Consent across applications and jurisdictions in OneM2M services. SEC-2015-0557
So as to ensure that this proposal could be included in the R2 release, BT submitted two new contributions in the WG1 Requirements Group.  These were change requests to the oneM2M-TR-0001-Use Case Collection and to the TS-0002 requirements specification 

Both contributions were approved for inclusion in Release 2. This revised  work item will provide CR’s to the oneM2M Security Solutions TS 0003 to support the Privacy use cases in oneM2M-TR-0001-Use Case Collection and requirements in in TS 0002     
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1
Title (Acronym)
Terms And Conditions Markup Language for Privacy Policy Manager (TACML-PPM) 
2
Justification

At TP#18, BT proposed a new work item to introduce a Terms and Conditions Mark-up Language (TACML) that can be used to automatically process Privacy requirement for Informed Consent across applications and jurisdictions in OneM2M services. SEC-2015-0557 [see references 1-8] 
So as to ensure that this proposal could be included in the R2 release, BT submitted two new contributions in the WG1 Requirements Group.  These were change requests to the oneM2M-TR-0001-Use Case Collection. 

	REQ-2015-0619R02
	Terms And Conditions Markup Language for Privacy Policy Manager
	BT Group
	2015-07-23
	Agreed


And to the TS-0002 requirements specification 

	Requirement ID
	Description
	Release

	SEC-052
	The oneM2M system shall store and process privacy preferences in an interoperable manner.
	2

	SEC-053
	The oneM2M system shall support privacy profiles at various levels to care for conditions of legal requirements, manufacturers, and data subjects.
	2

	SEC-054
	The oneM2M system shall be able to prioritise privacy profiles where there is a conflict between profiles (legal profile takes priority over data subject profile, for example).
	2


	REQ-2015-0621R01
	CR TS-0002 add requirements on Privacy Profiles from REQ-2015-0619R01
	BT Group
	2015-07-23
	Agreed


Both contributions were approved for inclusion in Release 2. This work item will provide CR’s to the oneM2M security Solutions TS 0003 to support the use cases in oneM2M-TR-0001-Use Case Collection and requirements in in TS 0002     

3
Intended Output
	Tick all the appropriate cases 


	

	√
	Change request(s) to existing Technical Specification(s)

	
	Change request(s) to existing Technical Reports(s)

	
	New Normative Technical Specifications(s)

	
	New Permanent Technical Reports(s)

	
	New Temporary Technical Reports(s)


4
Impact 
4.1
oneM2M Work Items

OneM2M Work Items which will be impacted and describe how they will be impacted.
· This work item will provide CR’s to the oneM2M Security Solutions  to the use cases in oneM2M-TR-0001-Use Case Collection  and  requirements in in TS 0002     

· Definition and publication of the Markup Language in WG3 or other appropriate group  

5
Scope
CR’s to the oneM2M Security Solutions TS 0003
· To store and process privacy preferences in an interoperable manner.

· To support privacy profiles at various levels to care for conditions of legal requirements, manufacturers, and data subjects.

· To prioritise privacy profiles where there is a conflict between profiles.
Definition and publication of the Markup Language in WG3 or other appropriate group  
6
Schedule and impacted specifications
	CRs to existing specifications (if any)

	Impacted
TS/TR
	CR number (when known)
	Subject of the CR
	Approved at plenary#
	Impacted WGs
	Comments

	TS 0003
	CRs to TS-0003
	1. To store and process privacy preferences in an interoperable manner.

2. To support privacy profiles at various levels to care for conditions of legal requirements, manufacturers, and data subjects.

3. To prioritise privacy profiles where there is a conflict between profiles
	TP23

(May 2016)
	WG4
	


7
Work Item Rapporteur

Colin Blanchard, BT Group 
colin.blanchard@bt.com
+44  1473 605353 

+44  7917 024951

8
History

	Document history

	V0.0.1
	30th August 2015
	Draft for TP#19 based on  SEC-2015-0557 noted at TP#19


	V0.0.2
	8th  September 2015
	Surporting companies and Work Item Rapporteur confirmed

	V0.0.3
	10th September 2015
	Update after presentation at TP#19 interim plenary with requirement ID numbers

	V1.0.0
	15 September 2015
	Uploaded to Portal following approval of TP-2015-0815R02
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